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Asset Forfeiture
602.1   PURPOSE AND SCOPE
This policy describes the authority and procedure for the seizure, forfeiture and liquidation of
property associated with specified designated offenses and controlled substance offenses (Minn.
Stat. § 609.531 to Minn. Stat. § 609.5318).

602.2   POLICY
The Arlington Police Department recognizes that appropriately applied forfeiture laws are helpful
to enforce the law, deter crime and reduce the economic incentive of crime. However, the potential
of revenue shall not be allowed to jeopardize the effective investigation and prosecution of criminal
offenses, officer safety, the integrity of ongoing investigations or the due process rights of citizens.

It is the policy of the Arlington Police Department that all employees of the agency, all employees
assigned to another law enforcement agency’s task force and all employees assigned to a task
force from an outside law enforcement agency, in which this agency serves as the Fiscal Agent,
follow all state and federal laws pertaining to forfeiture.

602.3   DEFINITIONS
Definitions related to this policy include:

Cash - Money in the form of bills or coins, traveler's checks, money orders, checks, or other forms
of electronic money or stored value cards, including but not limited to gift cards, debit cards, gift
cards/certificates, or other negotiable financial instruments.

Conveyance Device - A device used for transportation. It includes but is not limited to a motor
vehicle, trailer, snowmobile, airplane, and vessel, and any equipment attached to it. The term
"conveyance device" does not include property which has been stolen or taken in violation of the
law.

Firearms/Ammunition/Firearm Accessories - A device that projects either single or multiple
projectiles at high velocity. Ammunition is a term meaning the assembly of a projectile and
its propellant. Accessories include but are not limited to holsters, gun cases, firearm optics,
suppression devices, and cleaning supplies.

Fiscal Agent - The person designated by the Arlington Police Department to be responsible for
securing and maintaining seized assets and distributing any proceeds as a result of any forfeiture
proceedings. This includes anytime the Arlington Police Department seizes property for forfeiture
or when the Arlington Police Department is acting as the fiscal agent pursuant to a multi-agency
agreement.

Forfeiture - The process by which legal ownership of an asset is transferred to a government
or other authority.
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Forfeiture Reviewer - The Arlington Police Department employee assigned by the Arlington
Police Department responsible for reviewing all forfeiture cases and for acting as the liaison
between the Department and the prosecutor's office.

Jewelry/Precious Mmetals/Pprecious Stones - The term includes items of jewelry, such as
rings, necklaces, and watches that reasonably appear to be made of precious metals or precious
stones. Precious metals include but are not limited to gold, silver, platinum, iridium, and palladium.
Precious stones, often referred to as gemstones, include but are not limited to diamonds,
emeralds, and rubies.

Property Subject to Administrative Forfeiture - The following property is subject to
administrative forfeiture under Minnesota Law (Minn. Stat. § 609.5314):

(a) All cash totaling $1500 or more, precious metals, and precious stones that there is
probable cause to believe represent the proceeds of a controlled substance offense,
and all cash found in proximity to controlled substances when there is probable cause
to believe that the cash was exchanged for the purchase of a controlled substance.

(b) All conveyance devices containing controlled substances with a retail value of $100 or
more if there is probable cause to believe that the conveyance device was used in the
transportation or exchange of a controlled substance intended for distribution or sale.

(c) All firearms, ammunition, and firearm accessories found:

1. In a conveyance device used or intended for use to commit or facilitate the
commission of a felony offense involving a controlled substance.

2. On or in proximity to a person from whom a felony amount of controlled
substance is seized.

3. On the premises where a controlled substance is seized and in proximity to the
controlled substance, if possession or sale of the controlled substance would be
a felony under Minnesota Statutes, Chapter 152.

Seizure - The act of law enforcement officials taking property, including cash and conveyance
devices that have been used in connection with or acquired by illegal activities.

602.4   ASSET SEIZURE
Property may be seized for forfeiture as provided in this policy.

602.4.1   PROPERTY SUBJECT TO SEIZURE
The following property is subject to seizure.

(a) The following property may be seized upon review and approval of a supervisor and
in coordination with the Forfeiture Reviewer:

1. Controlled substances and associated property as described in Minn. Stat.
§ 609.5311.

2. Property intended for use to commit or facilitate the commission of a designated
offense, as listed in Minn. Stat. § 169A.63, Subd. 6 and limited by Minn. Stat. §
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169A.63, Subd. 7, and as listed in Minn. Stat. § 609.531, Subd. 1(f) and limited
by Minn. Stat. § 609.5312.

(b) Property subject to administrative forfeiture may be seized without prior supervisor
approval if the item has a retail value of $50,000 or less (Minn. Stat. § 609.5314).

602.4.2   PROPERTY NOT SUBJECT TO SEIZURE
The following property should not be seized for forfeiture:

(a) Cash and property that does not meet the prosecuting agency's current minimum
forfeiture thresholds.

(b) Cash totaling less than $1,500, unless prerecorded buy funds are included in the cash
seized.

602.4.3   SEIZURE OF PROPERTY TO BE FORFEITED
An officer may seize property subject to forfeiture based on a court order. An officer may also
seize property without a court order under any of the following conditions (Minn. Stat. § 609.531,
Subd. 4; Minn. Stat. § 169A.63, Subd. 2):

(a) The seizure is incident to a lawful arrest or a lawful search.

(b) The property subject to seizure has been the subject of a prior judgment in favor of
the state in a criminal injunction or forfeiture proceeding.

(c) The officer has probable cause to believe that a delay to obtain a warrant or other
process would result in the removal or destruction of the property and that either of
the following apply:

1. The property was used or is intended to be used in commission of a felony.

2. The property is dangerous to health or safety.

602.5   PROCESSING SEIZED PROPERTY FOR FORFEITURE PROCEEDINGS
When property or cash subject to this policy is seized, the officer making the seizure should ensure
compliance with the following:

(a) If the retail value of the asset to be seized is $50,000 or less, completely and accurately
prepare the Notice of Seizure and Intent to Forfeit Property Form (seizure form) and
present it to the person from whom the property is to be seized for that person's
signature. If the person refuses to sign, the officer shall indicate on the seizure form
that the person refused. The seizure form is not used when the value of the seized
property exceeds $50,000.

(b) Prepare and provide a receipt for the items seized to the person from whom the
property is being seized.

1. If cash or property is seized from more than one person, a separate property
inventory receipt must be completed for each person specifying the amount
of cash seized. The receipt shall include a detailed description of all property,
checks, money orders, traveler's checks or other financial instruments.
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(c) Complete and submit a report within 24 hours of the seizure if practicable. The report
must include, at minimum, the following:

1. A description of the items seized.

2. The location where the property was turned in or stored.

3. The name of the individual who was served with the seizure form.

4. The date that the seizure form was served.

5. The name of the officer making the seizure.

6. Whether the individual signed the seizure form.

(d) If property is seized from multiple individuals, a separate seizure form will be
completed for each individual. A copy of the receipt and seizure form must be given
to the individual from whom the property was seized.

(e) When property is seized and no one claims possession of the property, the officer
must leave a receipt in the place where the property was found if it is reasonably
possible to do so.

(f) The officer will book seized property into the Evidence Room as evidence, with the
notation in the comment section of the property form, "Seized Subject to Forfeiture."
Property seized subject to forfeiture should be booked on a separate property form.
No other evidence from the case should be booked on this form.

(g) Forward the original and the pink copy of the seizure form, and any seized property
processing worksheets, property receipts and reports to the Forfeiture Reviewer within
10 days of seizure.

(h) Inform the Forfeiture Reviewer of the estimated retail value of drugs found in proximity
to the asset seized.

602.5.1   CASH HANDLING
It is the responsibility of the seizing officer to secure and count cash consistent with this policy and
the Cash Handling, Security and Management Policy. All cash shall be counted in the presence
of another officer and the envelope initialed by both officers. A supervisor shall be contacted for
cash in excess of $1,000. The supervisor shall also witness the count, and will initial and date the
property documentation and specify any additional security procedures to be used.

All forfeitable cash seized will be turned over to the Forfeiture Reviewer or property/evidence room
as soon as practicable.

Prior to deposit with the Forfeiture Reviewer, officers shall examine all cash seized to determine
whether it contains any prerecorded buy funds. Officers shall document the recovery of all buy
funds and deposit those funds with the Forfeiture Reviewer to be returned to the appropriate buy
fund account.

602.5.2   JEWELRY/PRECIOUS METALS/PRECIOUS STONES
Officers seizing jewelry, precious metals and/or precious stones will write a detailed description
of each item on the property inventory receipt. A copy of the property inventory receipt and any
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photographs of the jewelry, precious metals and/or precious stones shall be delivered to the
Forfeiture Reviewer.

Officers seizing jewelry, precious metals and/or precious stones shall book those items according
to current property and evidence procedures as soon as practicable.

602.5.3   VEHICLES
Any conveyance device seized for forfeiture shall be taken to a secure designated area or to a
department-approved impound facility as soon as practicable.

Officers shall inventory the conveyance device and its contents in accordance with the
Vehicle Towing Policy. Officers shall also complete applicable report forms and distribute
them appropriately. A copy of the vehicle storage report shall be included with the seizure
documentation that is submitted to the Forfeiture Reviewer.

602.5.4   FIREARMS/AMMUNITION/FIREARM ACCESSORIES
When firearms, ammunition or firearms accessories are seized, they shall be inventoried and
delivered to the Evidence Room in accordance with the current booking procedures and
the Evidence Room Policy.

602.6   MAINTAINING SEIZED PROPERTY
The Evidence Room supervisor is responsible for ensuring compliance with the following:

(a) All property received for forfeiture is reasonably secured and properly stored to prevent
waste and preserve its condition (Minn. Stat. § 609.531 Subd. 5).

(b) All property received for forfeiture is checked to determine if the property has been
stolen.

(c) All property received for forfeiture is retained in the same manner as evidence until
forfeiture is finalized or returned to the claimant or person with an ownership interest.

(d) Property received for forfeiture is not used unless the forfeiture action has been
completed.

602.7   FORFEITURE REVIEWER
The Chief of Police will appoint an officer as the Forfeiture Reviewer. Prior to assuming duties, or
as soon as practicable thereafter, the Forfeiture Reviewer should attend a department-approved
course on asset forfeiture.

The responsibilities of Forfeiture Reviewer include the following:

(a) Confer regularly with the prosecuting attorney's office to remain familiar with forfeiture
laws, particularly Minn. Stat. § 609.531 through Minn. Stat. § 609.5318, Minn. Stat. §
169A.63, and the forfeiture policies of the prosecuting agency.

(b) Make reasonable efforts to obtain annual training that includes best practices in
pursuing, seizing, and tracking forfeitures.
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(c) Ensure responsibilities, including designation of a Fiscal Agent, are clearly established
whenever multiple agencies are cooperating in a forfeiture case.

(d) Ensure that a seizure form, property inventory receipt, and a forfeited property
processing worksheet is available and appropriate for department use. The seizure
form will minimally include the following (Minn. Stat. § 609.5314):

1. Space for an itemized list of items seized.

2. The location and date of the seizure.

3. A place for the name of the individual served with the seizure form.

4. The date and signature of the officer conducting the seizure.

5. The agency case number.

6. A space for the signature of the person from whom property is seized or an
appropriate space or check box for the officer to indicate that the person refused
to sign.

7. At least an original and the pink copy.

8. Information in English, Hmong, Somali and Spanish explaining the right to obtain
judicial review and the procedure provided by Minn. Stat. § 609.5314.

(e) Ensure that officers who may be involved in asset forfeiture receive training in the
proper use of the seizure form and the forfeiture process. The training should be
developed in consultation with the prosecuting attorney and may be accomplished
through traditional classroom education, electronic media, Daily Training Bulletins, or
department directives. The training should be based on this policy and address any
relevant statutory changes and court decisions.

(f) Review each asset forfeiture case to ensure the following:

1. Written documentation of the seizure and items seized is present in the case file.

2. Independent prosecutorial review of the circumstances and propriety of the
seizure is made in a timely manner.

3. A timely notice of seizure has been given to interest holders of seized property.

4. Property is promptly released to those entitled to its return.

(g) Forward all changes to forfeiture status to any supervisor who initiates a forfeiture
case.

(h) Deposit any cash received with the Fiscal Agent.

(i) Ensure the current minimum forfeiture thresholds are communicated appropriately to
officers.

(j) Annually review and update this policy and any related policies to reflect current federal
and state statutes and case law.

(k) Prepare a written plan for the Chief of Police to address any extended absence of
the Forfeiture Reviewer to ensure that contact information for other law enforcement
officers and attorneys who may assist in these matters is available.
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(l) Ensure the Department disposes of property as provided by law following any forfeiture
(Minn. Stat. § 609.5315).

(m) Ensure that any forfeited property used in an undercover capacity, or that is sold or
added to the department inventory is done so according to Minnesota law.

(n) Ensure that all forfeited property is used or disposed of in a manner consistent with
the use and disposition of similar property by this department.

(o) Upon completion of any forfeiture process, ensure that no property is retained by
the Arlington Police Department unless the Arlington Police Department authorizes in
writing the retention of the property for official use.

(p) Ensure that forfeiture proceeds are maintained in a separate fund or account subject
to appropriate accounting control with regular reviews or audits of all deposits and
expenditures (Minn. Stat. § 609.5315).

(q) Ensure that records of forfeiture are retained for a minimum of six years.

(r) Ensure forfeiture reporting is made to the state auditor in the manner prescribed by
the auditor (Minn. Stat. § 609.5315, Subd. 6).

602.8   DISPOSITION OF FORFEITED PROPERTY
Legal disposition may include (Minn. Stat. § 609.5315; Minn. Stat. § 169A.63, Subd. 10):

(a) Retention by the Department and/or prosecuting agency.

1. If a forfeited motor vehicle is kept for Department use, the Department will make
a reasonable effort to ensure the vehicle is available for use and adaptation by
officers who participate in the Department's Drug Abuse Resistance Education
program (Minn. Stat. §609.5315).

(b) Destruction.

(c) Sale performed in a commercially reasonable manner.

(d) Other disposition pursuant to applicable provisions of Minnesota Statutes.

No member of this department may use property that has been seized for forfeiture until the
forfeiture action has been completed and the Arlington Police Department has given written
authorization to retain the property for official use.

Members of this department or persons related to members of this department by blood or
marriage are prohibited from purchasing forfeited items sold by this department (Minn. Stat. §
609.5315, Subd. 1(c)).
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I. POLICY  

It is the policy of the (law enforcement agency) to establish procedures and protocols that take necessary 
precautions concerning the recruitment, control and use of confidential informants.  

II. DEFINITIONS  

A. Confidential Informant (CI): A person who cooperates with a law enforcement agency confidentially in 
order to protect the person or the agency’s intelligence gathering or investigative efforts and;  

1. seeks to avoid arrest or prosecution for a crime, mitigate punishment for a crime in which a 
sentence will be or has been imposed, or receive a monetary or other benefit; and 

2. is able, by reason of the person’s familiarity or close association with suspected criminals, to: 

i. make a controlled buy or controlled sale of contraband, controlled substance, or other 
items that are material to a criminal investigation;  

ii. supply regular or constant information about suspected or actual criminal activities to a 
law enforcement agency; or 

iii. otherwise provide information important to ongoing criminal intelligence gathering or 
criminal investigative efforts. 

B. Controlled Buy: means the purchase of contraband, controlled substances, or other items that are 
material to a criminal investigation from a target offender that is initiated, managed, overseen, or 
participated in by law enforcement personnel with the knowledge of a confidential informant. 

C. Controlled Sale: means the sale of contraband, controlled substances, or other items that are material 
to a criminal investigation to a target offender that is initiated, managed, overseen, or participated in by 
law enforcement personnel with the knowledge of a confidential informant.   

D. Mental Harm: means a psychological injury that is not necessarily permanent but results in visibly 
demonstrable manifestations of a disorder of thought or mood that impairs a person’s judgment or 
behavior.  

E. Target Offender: means the person suspected by law enforcement personnel to be implicated in 
criminal acts by the activities of a confidential informant.  

F. Confidential Informant File: means a file maintained to document all information that pertains to a 
confidential informant.  

G. Unreliable Informant File: means a file containing information pertaining to an individual who has 
failed at following an established written confidential informant agreement and has been determined to 
be generally unfit to serve as a confidential informant.  

H. Compelling Public Interest: means, for purposes of this policy, situations in which failure to act would 
result or likely result in loss of life, serious injury, or have some serious negative consequence for 
persons, property, or public safety and therefore demand action.  

I. Overseeing agent:  means the officer primarily responsible for supervision and management of a 
confidential informant. 
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III. PROCEDURES 

A.  Initial Suitability Determination 

An initial suitability determination must be conducted on any individual being considered for a role as a 
CI. The initial suitability determination includes the following:  

1. An officer requesting use of an individual as a CI must complete an Initial Suitability Report.  The 
report must be submitted to the appropriate individual or entity, as determined by the agency 
chief executive, to review for potential selection as a CI. The report must include sufficient detail 
regarding the risks and benefits of using the individual so that a sound determination can be 
made. The following information must be addressed in the report, where applicable:  

a. Age, sex, and residence  

b. Employment status or occupation  

c. Affiliation with legitimate businesses and illegal or suspicious enterprises  

d. Extent to which potential information, associations, or other assistance could benefit a 
present or future investigation  

e. Relationship with the target of an investigation  

f. Motivation in providing information or assistance  

g. Risk of adversely affecting an existing or future investigation  

h. Extent to which provided information can be corroborated  

i. Prior record as a witness  

j. Criminal history, to include whether he or she is the subject of a pending investigation, is 
under arrest, or has been charged with a crime 

k. Risk to the public or as a flight risk  

l. Consultation with the individual’s probation, parole, or supervised release agent, if any 

m. Consideration and documentation of the individual’s diagnosis of mental illness, 
substance use disorder, traumatic brain injury, or disability; and consideration and 
documentation of the individual’s history of mental illness, substance use disorder, 
traumatic brain injury or disability 

n. Relationship to anyone in law enforcement  

o. Risk of physical harm to the potential CI or their immediate family or relatives for 
cooperating with law enforcement  

p. Prior or current service as a CI with this or another law enforcement organization 

2. Prior to an individual’s use as a CI, a supervisor or other designated authority must review the 
Initial Suitability Report and determine if the individual is authorized to serve as a CI.  

3. Any prospective or current CI must be excluded from engaging in a controlled buy or sale of a 
controlled substance if the prospective or current CI: 

a. is receiving in-patient treatment or partial-hospitalization treatment administered by a 
licensed service provider for a substance use disorder or mental illness; or 

b. is participating in a treatment-based drug court program or treatment court; except that 

c. the prospective or current CI may provide confidential information while receiving 
treatment, participating in a treatment-based drug court program or treatment court.  
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4. Documentation and special consideration must be made of the risks involved in engaging a 
prospective or current CI in the controlled buy or sale of a controlled substance if the individual is 
known, or has reported, to have experienced a drug overdose in the previous 12 months.   

5. Any prospective or current CI who is known to abuse substances, or is at risk for abusing 
substances, should be provided referral to prevention or treatment services.  

6. Any prospective or current CI that has a physical or mental illness that impairs the ability of the 
individual to understand instructions and make informed decisions should be referred to a mental 
health professional or other appropriate medical professional, or a case manager/social worker 
from the county social services agency, or other substance abuse and mental health services. 

7. Each CI’s suitability must be reviewed every 6 months, at a minimum, during which time the CI’s 
overseeing agent must submit a Continuing Suitability Report addressing the foregoing issues in 
III.A.1.a–p, and III.A.3-6, where applicable.  An initial suitability determination must be conducted 
on a reactivated CI regardless of the length of inactivity.   

8. Any information that may negatively affect a CI’s suitability during the course of their use must be 
documented in the CI’s file and forwarded to the appropriate authorized personnel as soon as 
possible.  

9. Supervisors must review informant files regularly with the overseeing agent and must attend 
debriefings of CIs periodically as part of the informant management process. If a CI is active for 
more than 12 months, a supervisory meeting with the CI must be conducted without the 
overseeing agent.   

10. CI contracts must be terminated, and the CI file placed in inactive status when the CI has not  
been utilized for 6 months or more. 

B. Exigent Confidential Informants  

1. Certain circumstance arise when an individual who has been arrested is willing to immediately 
cooperate and perform investigative activities under the direction of an overseeing agent. In these 
circumstances, the initial suitability determination can be deferred and an individual may be utilized 
as a CI for a period not to exceed 12 hours from the time of arrest if:  

a. The individual is not excluded from utilization as a CI under III.A(3)(a-c) of this policy; and  

b. There is compelling public interest or exigent circumstances exist that demand immediate 
utilization of the individual as a CI and any delay would significantly and negatively affect any 
investigation; and 

c. A supervisor has reviewed and approved the individual for utilization as a CI under these 
circumstances. 

2. Upon the conclusion of the 12-hour window, or at any time before, an initial suitability determination 
must be conducted before the individual engages in any further CI activities.  

C. Special CI Approval Requirements 

Certain individuals who are being considered for use as a CI require special review and approval. In all 
instances, the agency’s chief executive or their designee and the office of the prosecutor or county 
attorney should be consulted prior to the use of these individuals as CIs. These individuals include the 
following:  

1. Juveniles 

a. Use of a juvenile under the age of 18 for participating in a controlled buy or sale of a 
controlled substance or contraband may be undertaken only with the written authorization 
of the individual’s parent(s) or guardian(s), except that the juvenile informant may provide 
confidential information. 
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b. Authorization for such use should be granted only when a compelling public interest can 
be demonstrated, except that 

c. Juveniles under the guardianship of the State may not be used as a CI.  

2. Individuals obligated by legal privilege of confidentiality.  

3. Government officials.  

D. General Guidelines for Overseeing CIs 

General guidelines for overseeing CIs are as follows:  

1. CIs must be treated as assets of the agency, not the individual overseeing agent.  

2. No promises or guarantees of preferential treatment within the criminal justice system will be 
made to any informant without prior approval from the prosecuting authority.  

3. CIs must not be used without authorization of the agency through procedures identified in this 
policy.  

4. CIs must not be used to gather information purely of a political nature or for other information-
gathering efforts that are not connected with a criminal investigation.  

5. Under no circumstances must an informant be allowed access to restricted areas or 
investigators’ work areas within a law enforcement agency. 

6. All CIs must sign and abide by the provisions of the agency’s CI agreement.  

7. Any physical or mental illness that impairs the CI’s ability to knowingly contract or otherwise 
protect the informant’s self-interest must be taken into consideration before the CI signs the 
agreement.  

8. The CI’s overseeing agent must discuss each of the provisions of the agreement with the CI, with 
particular emphasis on the following:  

a. CIs may voluntarily initiate deactivation, whereupon the protocols outlined in section E of 
this policy must be followed.  

b. CIs are not law enforcement officers. They have no arrest powers, are not permitted to 
conduct searches and seizures, and may not carry a weapon while performing activities 
as a CI.  

c. CIs found engaging in any illegal activity beyond what is authorized by the agency and 
conducted while under the supervision of an overseeing agent, will be subject to 
prosecution.  

d. CIs are prohibited from engaging in actions or activities that could be deemed 
entrapment. The meaning of the term and implications of such actions must be explained 
to each CI.  

e. CIs are prohibited from engaging in self-initiated information or intelligence gathering 
without agency direction and approval. The CI must not take any actions in furtherance of 
an investigation without receiving specific instruction(s) from the overseeing agent or 
agency.  

f. Every reasonable effort will be taken to ensure the confidentiality of the CI but, upon 
judicial order, he or she may be required to testify in open court.  

g. CIs may be directed to wear a listening and recording device.  

h. CIs must be required to submit to a search before and after a controlled purchase.  
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i. CIs who participate in unplanned or unanticipated activities or meet with a subject(s) 
under investigation in a location outside of the jurisdictional boundary of the handling 
agency must promptly report that activity or meeting to their overseeing agents.  

9. CI activity outside jurisdictional boundaries:  

a. Investigators handling CIs who engage in operational activity in locations outside the 
jurisdictional boundaries of the agency must coordinate with counterparts in law 
enforcement agencies that have jurisdiction in that location where the CI will operate 
before any activity occurs, or in a timely manner after unanticipated activity occurs and is 
brought to the attention of the overseeing agent.  

b. Any decision to defer or delay notice to or coordinate with an outside agency having 
jurisdiction in the area where a CI has or may operate must be documented, reviewed, 
and approved by the agency’s chief executive or their designee.  

10. Officers must take the utmost care to avoid conveying any confidential investigative information 
to a CI, such as the identity of other CIs, surveillance activities, or search warrants, other than 
what is necessary and appropriate for operational purposes.  

11. No member of this agency must knowingly maintain a social relationship with a CI, or otherwise 
become personally involved with a CI beyond actions required in the performance of duty. 

12. Members of this agency must not solicit, accept gratuities from, or engage in any private 
business transaction with a CI.  

13. Meetings with a CI must be conducted in private with another officer or agent present and with at 
least one officer or agent of the same sex, except when not practical. The meeting location 
should minimize the potential for discovery of the informant’s cooperation and provide sufficient 
space to complete necessary administrative duties. The meetings must be documented and 
subsequently entered into the individual’s CI file.  

14. Overseeing agents must develop and follow a communications strategy and plan with the CI that 
minimizes, to the greatest extent possible, the risk of discovery or compromise of the relationship 
between the agency and the CI. This plan should also aim to prevent the detection, compromise, 
or interception of communications between the overseeing agent and the CI. 

15. Procedures must be instituted to assist CIs with concealing their identity and maintaining their 
safety. Care should be given not to expose CIs to unnecessary safety risks.  

16. Preceding or following every buy or sale of controlled substances, overseeing agents must 
screen the CI for any personal safety or mental health concerns, risk of substance abuse, and/or 
potential relapse in any substance abuse recovery.  

a. At the request of the CI, or if the overseeing agent deems it necessary, reasonable efforts 
should be taken to provide the CI with referral to substance abuse and/or mental health 
services. 

b. Overseeing agents must document:  

i. the screening,  

ii. any referral to services provided to, or requested by, the CI, and  

iii. any refusal by the CI to participate in the screening and/or any refusal by the CI to 
accept referral to services.  Reasons for the CI’s refusal must be documented, 
where applicable.    

c. No part of this subsection supersedes MN Stat. 253B.05, sub.2.  
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17. Reasonable protective measures must be provided for a CI when any member of this agency 
knows or should have known of a risk or threat of harm to a person serving as a CI and the risk 
or threat of harm is a result of the informant’s service to this agency.  

18. Overseeing agents must:  

a. evaluate and document the criminal history and propensity for violence of target 
offenders; and 

b. to the extent allowed, provide this information to the CI if there is a reasonable risk or 
threat of harm to the CI as a result of the CI’s interaction with the target offender. 

19. Reasonable efforts and precautions must be made to help protect the identity of a CI during the 
time the person is acting as an informant. 

20. Whenever possible, officers must corroborate information provided by a CI and document efforts 
to do so.  

21. The name of a CI must not be included in an affidavit for a warrant unless judicial authority is 
obtained to seal the document from the public record or the CI is a subject of the investigation 
upon which the affidavit is based.  

22. Overseeing agents are responsible for ensuring that information of potential value to other 
elements of the agency is provided promptly to authorized supervisory personnel and/or other 
law enforcement agencies as appropriate. 

23. Individuals leaving employment with the agency have a continuing obligation to maintain as 
confidential the identity of any CI and the information he or she provided unless obligated to 
reveal such identity or information by law or court order. 

E. Establishment of an Informant File System  

An informant file system must be established as follows: 

1. The agency chief executive must designate a file supervisor who must be responsible for 
developing and maintaining master CI files and an indexing system.  

2. A file must be maintained on each CI deemed suitable by the agency.  

3. An additional Unreliable Informant File must be established for CIs deemed unsuitable during 
initial suitability determinations or at a later time.  

4. Each file must be coded with an assigned informant control number for identification within the 
indexing system and must include the following information, where applicable:  

a. Name, aliases, and date of birth  

b. Height, weight, hair color, eye color, race, sex, scars, tattoos, or other distinguishing 
features  

c. Emergency contact information 

d. Name of the officer initiating use of the informant and any subsequent overseeing agents  

e. Photograph and criminal history record   

f. Current home address and telephone number(s)  

g. Residential addresses in the last five years  

h. Current employer, position, address, and telephone number  

i. Social media accounts  

j. Marital status and number of children  
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k. Vehicles owned and their registration numbers  

l. Places frequented  

m. Gang affiliations or other organizational affiliations  

n. Briefs of information provided by the CI and the CI’s subsequent reliability  

o. Special skills and hobbies  

p. Special areas of criminal expertise or knowledge  

q. A copy of the signed informant agreement  

5. CI files must be maintained in a separate and secured area.  

6. The file supervisor must ensure that information concerning CIs is strictly controlled and 
distributed only to officers and other authorities who have a need and a right to such information.  

7. CI File Review  

a. Sworn personnel may review an individual’s CI file only upon the approval of the agency’s 
chief executive or their designee.  

b. The requesting officer must submit a written request explaining the need for review. A 
copy of this request, with the officer’s name, must be maintained in the individual’s CI file.  

c. Officers must not remove, copy, or disseminate information from the CI file.  

d. CI files must be reviewed only in designated areas of the law enforcement facility and 
returned as soon as possible to their secure file location.  

e. All disclosures or access to CI files must be recorded by the file supervisor, to include 
information such as the requesting officer or agency, the purpose of access or disclosure, 
the information conveyed, and the date and time of access or dissemination.  

f. No portion of an individual’s CI file must be entered into any other electronic or related 
database without controls sufficient to exclude access to all but authorized personnel with 
a need and a right to know.  

F. Deactivation of Confidential Informants 

A CI deactivation procedure must be established as follows:  

1. The overseeing agent must complete a deactivation form that includes, at minimum, the 
following:  

a. The name of the agency.  

b. The name of the CI. 

c. The control number of the CI, where applicable. 

d. The date of deactivation.  

e. The reason for deactivation.  

f. A notification that contractual agreements regarding monetary re-numeration, criminal 
justice assistance, or other considerations, specified or not, are terminated. 

g. A notification that the agency will provide and assist the CI with referral to health services 
for assistance with any substance abuse disorder and/or physical, mental, or emotional 
health concerns, as requested or accepted by the CI.   

h. A signature by the CI or documentation indicating the reason(s) why the CI was unable or 
unwilling to sign the form.   
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i. A signature by the overseeing agent.  

2. All reasonable efforts must be taken to maintain the safety and anonymity of the CI after 
deactivation.   

 

G. Monetary Payments 

Monetary payments must be managed as follows:  

1. All monetary compensation paid to CIs must be commensurate with the value of the information 
or assistance provided to the agency.  

2. All CI payments must be approved in advance by the officer in charge of confidential funds.  

3. Officers must provide accounting of monies received and documentation for confidential funds 
expended. Any documentation of monies paid or received should not contain the true identity of 
the informant but should use the CI’s control number.  

4. Two officers must be present when making payments or providing funds to CIs.  

5. The appropriate individual, as designated by the agency’s chief executive, must ensure that the 
process for authorization, disbursement, and documentation of CI payments, as well as the 
accounting and reconciliation of confidential funds, is consistent with agency policy.  

6. If a CI is authorized to work with another law enforcement or prosecutorial agency, financial 
payments must be coordinated between the agencies in a manner that is proportionate to the 
assistance rendered to each agency and consistent with provision III.F.1. of this policy.  

7. Written records of receipts are retained, or justification for the exception is documented when a 
written receipt is not available.  
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Criminal Conduct on School Buses
426.1   PURPOSE AND SCOPE
Criminal conduct on school buses has been identified by the legislature as a critical component for
the safety and security of the community. The primary purpose of this policy is to provide officers
guidance in responding to reports of alleged criminal conduct on school buses. This department,
in cooperation with any other law enforcement agency that may have concurrent jurisdiction over
the alleged offense, is responsible for responding to all reports of criminal misconduct on school
buses in this jurisdiction.

This policy is not intended to interfere with or replace school disciplinary policies that relate to
student misconduct on school buses (Minn. Stat. § 169.4581).

426.2   COMMUNITY COOPERATION
The Arlington Police Department shall work with and consult with school officials, transportation
personnel, parents and students to respond to these incidents to protect student safety and deal
appropriately with those who violate the law. Officers are encouraged to use their discretion in
handling these situations as they occur. Officers shall take into consideration the seriousness of
the action under consideration and the totality of the circumstances in determining a plan of action.

426.3   PROCEDURE
This department shall respond to all criminal misconduct on school buses within the jurisdiction
of this department regardless of the source of the report. Officers should take reasonable actions
to complete the following:

(a) Provide for the safety of any person involved in the incident or present at the incident.

(b) Coordinate any appropriate care.

(c) Investigate reports of crimes committed on school buses using the same procedures
as followed in other criminal investigations as appropriate for juveniles and/or adults.

(d) Issue citations, release pending further investigation, or apprehend and transport
individuals committing crimes on school buses to the extent authorized by law.

(e) Submit reports regarding the incident for review, approval and consideration for
prosecution.

(f) Complete follow-up and additional investigation as reasonably necessary to prepare
a case pertaining to criminal conduct on school buses as required for prosecution.

(g) Provide information to the relevant school regarding the incident as required or
authorized by law.
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Eyewitness Identification
604.1   POLICY
The Arlington Police Department will strive to use eyewitness identification techniques, when
appropriate, to enhance the investigative process and will emphasize identifying persons
responsible for crime and exonerating the innocent.

604.2   POST MODEL POLICY
It is the policy of the Arlington Police Department to follow the requirements of the Eyewitness
Identification Procedures model policy, established and published by the Minnesota Board of
Peace Officer Standards and Training (POST) (Minn. Stat. § 626.8433).

See attachment: Eyewitness Identification Procedures model policy.pdf

604.3   PURPOSE AND SCOPE
This policy sets forth guidelines to be used when members of this department employ eyewitness
identification techniques (Minn. Stat. § 626.8433).

604.3.1   DEFINITIONS
Definitions related to the policy include:

Blinded Presentation: The administrator may know the identity of the suspect but does not know
which photo array member is being viewed by the eyewitness at any given time.

Confidence Statement: A statement in the witness's own words taken immediately after an
identification is made stating his or her level of certainty in the identification.

Eyewitness Identification Process - Any field identification, live lineup or photographic
identification.

Field identification (Show-up)- A live presentation of a single individual to a witness following
the commission of a criminal offense for the purpose of identifying or eliminating the person as
the suspect.

Filler: A photograph of a person, included in an identification procedure who is not considered
a suspect.

Live Lineup - A live presentation of individuals to a witness for the purpose of identifying or
eliminating an individual as the suspect.

Photo Array - Presentation of photographs to a witness for the purpose of identifying or eliminating
an individual as the suspect.

604.4   INTERPRETIVE SERVICES
Members should make a reasonable effort to arrange for an interpreter before proceeding with
eyewitness identification if communication with a witness is impeded due to language or hearing
barriers.
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Before the interpreter is permitted to discuss any matter with the witness, the investigating officer
should explain the identification process to the interpreter. Once it is determined that the interpreter
comprehends the process and can explain it to the witness, the eyewitness identification may
proceed as provided for within this policy.

604.5   EYEWITNESS IDENTIFICATION PROCESS AND FORM
The Investigation Unit supervisor shall be responsible for the development and maintenance of
an eyewitness identification process for use by members when they are conducting eyewitness
identifications.

The process should include appropriate forms or reports that provide:

(a) The date, time, and location of the eyewitness identification procedure.

(b) The name and identifying information of the witness.

(c) The name of the person administering the identification procedure.

(d) If applicable, the names of all individuals present during the identification procedure.

(e) An instruction to the witness that it is as important to exclude innocent persons as it
is to identify a perpetrator.

(f) An instruction to the witness that the perpetrator may or may not be among those
presented and that the witness is not obligated to make an identification.

(g) If the identification process is a photographic or live lineup, an instruction to the witness
that the perpetrator may not appear exactly as he/she did on the date of the incident.

(h) An instruction to the witness that the investigation will continue regardless of whether
an identification is made by the witness.

(i) A signature line where the witness acknowledges that he/she understands the
identification procedures and instructions.

(j) A statement from the witness in the witness's own words describing how certain he/
she is of the identification or non-identification. This statement should be taken at the
time of the identification procedure.

(k) Any other direction to meet the requirements of the POST model policy.

The process and related forms should be reviewed at least annually and modified when necessary.

604.5.1   POST REQUIREMENTS
The Investigation Unit supervisor should remain familiar with the requirements contained in
the Eyewitness Identification Procedures model policy issued by POST and incorporate these,
as necessary, into the eyewitness identification process for use by members when conducting
photographic and live lineups.

604.6   EYEWITNESS IDENTIFICATION
Members are cautioned not to, in any way, influence a witness as to whether any subject or photo
presented in a lineup is in any way connected to the case. Members should avoid mentioning that:
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• The individual was apprehended near the crime scene.

• The evidence points to the individual as the suspect.

• Other witnesses have identified, or failed to identify, the individual as the suspect.

In order to avoid undue influence, witnesses should view suspects or a lineup individually and
outside the presence of other witnesses. Witnesses should be instructed to avoid discussing
details of the incident or of the identification process with other witnesses.

Whenever feasible, the eyewitness identification procedure should be audio and/or video recorded
and the recording should be retained according to current evidence procedures.

604.6.1   PHOTOGRAPHIC AND LIVE LINEUP CONSIDERATIONS
When conducting a live lineup, the member presenting the lineup should not be involved in the
investigation or know the identity of the suspect (Minn. Stat. § 626.8433).

When conducting a photographic lineup, if practicable, the member presenting the lineup should
not be involved in the investigation of the case or know the identity of the suspect. In no case
should the member presenting a lineup to a witness know which photograph or person in the
lineup is being viewed by the witness.

(a) When creating a photo array, the member should observe the following guidelines:

1. Fillers should not be reused in arrays for different suspects shown to the same
witness.

2. Where the suspect has a unique feature, such as a scar, tattoo, or mole or
distinctive clothing that would make him or her stand out in the photo array, filler
photographs should include that unique feature either by selecting fillers who
have the same features themselves or by altering the photographs of fillers to
the extent necessary to achieve a consistent appearance.

3. Cover any portions of mug shots or other photos that provide identifying
information on the subject and similarly cover other photos used in the array.

4. Do not include more than one photo of the same suspect.

5. Never mix mug shots with other photos and ensure consistent appearance of
photograph backgrounds and sizing.

6. Use photos of the same size and basic composition.

7. Do not mix color and black and white photos.

8. Use contemporary photos.

(b) When administering a photo array identification, the member should observe the
following guidelines:

1. Witnesses should not be permitted to see or be shown any photos of the suspect
prior to the line-up or photo array.

2. The photo array should consist of a minimum of six photographs. Use a minimum
of five fillers and only one suspect.
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3. Individuals in the photo array should reasonably match the description of the
perpetrator provided by the witness and should bear similar characteristics to
avoid causing any person to unreasonably stand out.

4. In cases involving multiple suspects, a separate photo array should be
conducted for each suspect. The suspects should be placed in a different order
within each photo array.

5. Avoid the use of fillers who so closely resemble the suspect that a person familiar
with the suspect might find it difficult to distinguish the suspect from the fillers.

The member administering the photo array to a witness should do so sequentially (i.e., show the
witness one person at a time) and not simultaneously. The witness should view all persons in
the photo array.

Whenever possible, a blind presentation shall be utilized. In cases where a blind presentation is
not feasible the member administrating the photo array will follow the procedures set forth in this
policy.

The witness shall be given a copy of witness instructions prior to viewing the photo array. The
member administrating the photo array shall read the instructions aloud before the identification
procedure. The witness will be asked to sign the form when completed.

See attachment: APD Photo Identification Report-2022.pdf

604.6.2   FIELD IDENTIFICATION CONSIDERATIONS
Field identifications, also known as field elimination show-ups or one-on-one identifications, may
be helpful in certain cases, where exigent circumstances make it impracticable to conduct a photo
or live lineup identification. A field elimination show-up or one-on-one identification should not be
used when independent probable cause exists to arrest a suspect. In such cases a live or photo
lineup is the preferred course of action if eyewitness identification is contemplated.

When initiating a field identification, the member should observe the following guidelines:

(a) Obtain and document a complete description of the suspect from the witness.

(b) Assess whether a witness should be included in a field identification process by
considering:

1. The length of time the witness observed the suspect.

2. The distance between the witness and the suspect.

3. Whether the witness could view the suspect’s face.

4. The quality of the lighting when the suspect was observed by the witness.

5. Whether there were distracting noises or activity during the observation.

6. Any other circumstances affecting the witness’s opportunity to observe the
suspect.

7. The length of time that has elapsed since the witness observed the suspect.
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(c) If safe and practicable, the person who is the subject of the show-up should not be
handcuffed or in a patrol vehicle.

(d) When feasible, members should bring the witness to the location of the subject of the
show-up, rather than bring the subject of the show-up to the witness.

(e) The person who is the subject of the show-up should not be shown to the same witness
more than once.

(f) In cases involving multiple suspects, witnesses should only be permitted to view the
subjects of the show-up one at a time.

(g) The person who is the subject of the show-up should not be required to put on clothing
worn by the suspect, to speak words uttered by the suspect, or to perform other actions
mimicking those of the suspect.

(h) If a witness positively identifies a subject of the show-up as the suspect, members
should not conduct any further field identifications with other witnesses for that
suspect. In such instances members should document the contact information for any
additional witnesses for follow up, if necessary.

604.7   DOCUMENTATION
A thorough description of the eyewitness process and the results of any eyewitness identification
should be documented in the case report.

If a photo array is utilized, a copy of the photo array presented to the witness should be included
in the case report. In addition, the order in which the photographs were presented to the witness
should be documented in the case report.

604.7.1   DOCUMENTATION RELATED TO RECORDINGS
The member conducting the lineup should document the reason that an audio and/or video
recording was not obtained, if applicable.
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EYEWITNESS IDENTIFICATION PROCEDURES MODEL POLICY 

Minn. Stat. 626.8433 

 

POLICY: 

Officers shall adhere to the procedures for conducting eyewitness identifications set 
forth in this policy, in order to maximize the reliability of identifications, minimize 
erroneous identifications, and gather evidence that conforms to contemporary 
eyewitness identification protocols. Photo arrays and line-ups will be conducted by 
displaying the suspect and fillers sequentially using a blind or blinded 
administration.  
 
Purpose: 
 
It is the purpose of this policy to establish guidelines for eyewitness identification 
procedures involving show-ups, photo arrays, and line-ups. Erroneous eyewitness 
identifications have been cited as the factor most frequently associated with 
wrongful convictions. Therefore, in addition to eyewitness identification, all 
appropriate investigative steps and methods should be employed to uncover 
evidence that either supports or eliminates the suspect identification. 
Definitions: 
 
Definitions: 
 
Show-up: The presentation of a suspect to an eyewitness within a short time 
frame following the commission of a crime to either confirm or eliminate him or her 
as a possible perpetrator. Show-ups, sometimes referred to as field identifications, 
are conducted in a contemporaneous time frame and proximity to the crime. 
 
Line-up: The process of presenting live individuals to an eyewitness for the 
purpose of identifying or eliminating suspects. 
 
Photo Array: A means of presenting photographs to an eyewitness for the purpose 
of identifying or eliminating suspects. 
 
Administrator: The law enforcement official conducting the identification 
procedure. 
 
Blinded Presentation: The administrator may know the identity of the suspect, 
but does not know which photo array member is being viewed by the eyewitness at 
any given time. 
 
Confidence Statement: A statement in the witness’s own words taken 
immediately after an identification is made stating his or her level of certainty in the 
identification. 
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Filler: A live person, or a photograph of a person, included in an identification 
procedure who is not considered a suspect. 
 
Sequential: Presentation of a series of photographs or individuals to a witness one 
at a time. 
 
Simultaneous: Presentation of a series of photographs or individuals to a witness 
all at once. 
 
 
Procedure: 
 
1. Show-ups 
 
The use of show-ups should be avoided whenever possible in preference to the use 
of a lineup or photo array procedure. However, when circumstances require the 
prompt presentation of a suspect to a witness, the following guidelines shall be 
followed to minimize potential suggestiveness and increase reliability. 
 
 

a. Document the witness’s description of the perpetrator prior to conducting                   
the show up. 

 
b. Conduct a show-up only when the suspect is detained within a reasonably 

time frame after the commission of the offense and within a close physical                   
proximity to the location of the crime. 

 
c. Do not use a show-up procedure if probable cause to arrest the suspect 

has already been established. 
 
d. If possible, avoid conducting a show-up when the suspect is in a patrol 

car, handcuffed, or physically restrained by officers, unless safety concerns 
make this impractical. 

 
e. Caution the witness that the person he or she is about to see may or may 

not be the perpetrator—and it is equally important to clear an innocent 
person. The witness should also be advised that the investigation will 
continue regardless of the outcome of the show-up. 

 
f. Do not conduct the show-up with more than one witness present at a time. 
 
g. Separate witnesses and do not allow communication between them before 

or after conducting a show-up. 
 
h. If one witness identifies the suspect, use a line-up or photo array for 

remaining witnesses. 
 
i. Do not present the same suspect to the same witness more than once. 
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j. Do not require show-up suspects to put on clothing worn by, speak words 
uttered by, or perform other actions of the perpetrator. 

 
k. Officers should scrupulously avoid words or conduct of any type that may 

suggest to the witness that the individual is or may be the perpetrator. 
 
l. Ask the witness to provide a confidence statement. 
 
m. Remind the witness not to talk about the show-up to other witnesses until 

police or prosecutors deem it permissible. 
 
n. Videotape the identification process using an in-car camera or other 

recording device when feasible. 
 
o. Document the time and location of the show-up, the officers present, the 

result of the procedure, and any other relevant information. 
 

 
Line-up and Photo Array Procedures 
 
2. Basic Procedures for Conducting a Line-up or Photo Array 
 

a. Line-ups will not typically be utilized for investigations, unless conducting a 
photo array is not possible. 

 
b. Whenever possible, a blind presentation shall be utilized. In cases where a 

blind presentation is not feasible for a photo array, a blinded presentation 
should be used. Live line-ups must be conducted using a blind presentation. 

 
c. The line-up or photo array should consist of a minimum of six individuals or 

photographs. Use a minimum of five fillers and only one suspect. 
 

d. Fillers should be reasonably similar in age, height, weight, and general 
appearance and be of the same sex and race, in accordance with the 
witness’s description of the offender. 

 
e. Avoid the use of fillers who so closely resemble the suspect that a person 

familiar with the suspect might find it difficult to distinguish the suspect 
from the fillers. 

 
f. Create a consistent appearance between the suspect and the fillers with 

respect to any unique or unusual feature (e.g., scars, tattoos, facial hair) 
used to describe the perpetrator by artificially adding or concealing that 
feature on the fillers. 

 
g. If there is more than one suspect, include only one in each line-up or photo 

array. 
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h. During a blind presentation, no one who is aware of the suspect’s identity 
should be present during the administration of the photo array. However, 
during a line-up, the suspect’s attorney should be present. 

 
i. Place suspects in different positions in each line-up or photo array, both 

across cases and with multiple witnesses in the same case. 
 
j. Witnesses should not be permitted to see or be shown any photos of the 

suspect prior to the line-up or photo array. 
 
k. The witness shall be given a copy of the following instructions prior to 

viewing the line-up or photo array and the administrator shall read the 
instructions aloud before the identification procedure. 

 
You will be asked to look at a series of individuals. 
 

The perpetrator may or may not be present in the identification 
procedure. 
 

It is just as important to clear innocent persons from suspicion as it is to 
identify guilty parties. 
 

I don’t know whether the person being investigated is included in this 
series. 
 

Sometimes a person may look different in a photograph than in real life 
because of different hair styles, facial hair, glasses, a hat or other 
changes in appearance. Keep in mind that how a photograph was taken or 
developed may make a person’s complexion look lighter or darker than in 
real life. 
 

You should not feel that you have to make an identification. If you do 
identify someone, I will ask you to describe in your own words how 
certain you are. 
 

The individuals are not configured in any particular order. 
 

If you make an identification, I will continue to show you the remaining 
individuals or photos in the series. 
 

Regardless of whether you make an identification, we will continue to 
investigate the incident. 
 
Since this is an ongoing investigation, you should not discuss the 
identification procedures or results 
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l. The line-up or photo array should be shown to only one witness at a time; 
officers should separate witnesses so they will not be aware of the 
responses of other witnesses. 

 
m. Multiple identification procedures should not be conducted in which the 

same witness views the same suspect more than once. 
 
n. Officers should scrupulously avoid the use of statements, cues, casual 

comments, or providing unnecessary or irrelevant information that in any 
manner may influence the witnesses’ decision-making process or 
perception. 

 
o. Following an identification, the administrator shall ask the witness to 

provide a confidence statement and document the witness’s response. 
 
p. The administrator shall ask the witness to complete and sign an Eyewitness 

Identification Procedure Form. 
 
q. Line-up and photo array procedures should be video or audio recorded 

whenever possible. If a procedure is not recorded, a written record shall be 
created and the reason for not recording shall be documented. In the case 
of line-ups that are not recorded, agents shall take and preserve a still 
photograph of each individual in the line-up. 

 
3. Photographic Arrays 

a. Creating a Photo Array 
                  1. Use contemporary photos. 
                 2. Do not mix color and black and white photos. 
                3. Use photos of the same size and basic composition. 
                4. Never mix mug shots with other photos and ensure consistent       

appearance of photograph backgrounds and sizing. 
                  5. Do not include more than one photo of the same suspect. 
                 6. Cover any portions of mug shots or other photos that provide   

identifying information on the subject – and similarly cover other 
photos used in the array. 

                 7. Where the suspect has a unique feature, such as a scar, tattoo, or               
mole or distinctive clothing that would make him or her stand out in 
the photo array, filler photographs should include that unique feature 
either by selecting fillers who have the same features themselves or 
by altering the photographs of fillers to the extent necessary to 
achieve a consistent appearance. 

                 8. Fillers should not be reused in arrays for different suspects shown to 
the same witness. 

b. Conducting the Photo Array 
1. The photo array should be preserved, together with full information 

about the identification process as part of the case file and 
documented in a report. 
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2. If a blind administrator is not available, the administrator shall 
ensure that a blinded presentation is conducted using the following 
procedures. 

 a. Place the suspect and at least five filler photos in separate 
                                 folders for a total of six (or more depending on the number                      

of fillers used). 
b. The administrator will take one folder containing a known 

filler and place it to the side. This will be the first photo in 
the series. The administrator should then shuffle the 
remaining folders (containing one suspect and the remainder 
of fillers) such that he or she cannot see how the line-up 
members are ordered. These shuffled folders will follow the 
first filler photo. The stack of photos is now ready to be 
shown to the witness. 

c. The administrator should position himself or herself so that 
he or she cannot see inside the folders as they are viewed by 
the witness. 

3. The witness should be asked if he or she recognizes the person in 
the photo before moving onto the next photo. If an identification is 
made before all of the photos are shown, the administrator should 
tell the witness that he or she must show the witness all of the 
photos and finish showing the sequence to the witness, still asking 
after each photo if the witness recognizes the person in the photo. 

4. If possible, the array should be shown to the witness only once. If, 
upon viewing the entire array the witness asks to see a particular 
photo or the entire array again, the witness should be instructed that 
he or she may view the entire array only one additional time. If a 
second viewing is permitted, it must be documented. 

4. Line-ups 
a. Conducting the Line-up 

1. Live line-ups shall be conducted using a blind administrator.  
2. Ensure that all persons in the line-up are numbered consecutively 

and are referred to only by number. 
b. The primary investigating officer is responsible for the following: 

1. Scheduling the line-up on a date and at a time that is convenient for                    
all concerned parties, to include the prosecuting attorney, defense 
counsel, and any witnesses. 

2. Ensuring compliance with any legal requirements for transfer of the                  
subject to the line-up location if he or she is incarcerated at a 
detention center. 

3. Making arrangements to have persons act as fillers. 
4. Ensuring that the suspect’s right to counsel is scrupulously honored    

and that he or she is provided with counsel if requested. Obtaining 
proper documentation of any waiver of the suspect’s right to counsel. 

5. Allowing counsel representing the suspect sufficient time to confer 
with his or her client prior to the line-up and to observe the manner 
in which the line-up is conducted. 

References: 
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 Eyewitness Identification Procedure Form  
Sequential Photo Display Form 
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ARLINGTON POLICE DEPARTMENT 
PHOTO IDENTIFICATION REPORT 

(This process needs to be audio and video recorded) 

 
 
 CASE NUMBER :     OFFENSE:       
 
 PERSON VIEWING :           
 
 LINEUP ADMINISTRATOR :          
 
 DETECTIVE ASSIGNED :          
 
 DATE :      TIME :      
 
You will be viewing a series of photographs separately.  The person showing the photographs to 
you does not know whether the person being investigated is in this series of photographs.  The 
suspect in this case may or may not be present in these photographs.  Take as much time as you 
need to look at each photograph separately.  Please remember that the photographs may not be 
current.  Therefore, clothing, facial hair, length of hair, etc, may have changed.  Each photograph is 
assigned a number that appears at the bottom of the photo.  If you are able to identify the suspect 
from this offense, inform me by using the number assigned to that photograph.  If you are unable 
to identify a suspect, the investigation into this matter will still continue. 
 
 
The sequential photographic line-up I was shown consisted of   photos. 
The line-up of pictures was shown   times. 
 
 
    I am unable to select any photographs as being the suspect in this case. 
 
    I have selected photograph(s) #   ___ from the group. 
 
*If a selection was made, how sure are you? __________________________________ 
 
Comments:   
              
              
              
 
I attest that my selection in this photographic line-up has been made freely and voluntarily without influence 
or coercion from anyone.  I also understand that I am not to talk about this line-up process to anyone other 
than the investigating officer and/or assigned prosecutor. 
 
Signature of Viewer:           
 
Lineup Administrator Signature:         
 
Date :    ___           Time :    _____ 
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First Amendment Assemblies
429.1   PURPOSE AND SCOPE
This policy provides guidance for responding to public assemblies or demonstrations.

429.2   POLICY
The Arlington Police Department respects the rights of people to peaceably assemble. It is the
policy of this department not to unreasonably interfere with, harass, intimidate or discriminate
against persons engaged in the lawful exercise of their rights, while also preserving the peace,
protecting life and preventing the destruction of property.

429.3   GENERAL CONSIDERATIONS
Individuals or groups present on the public way, such as public facilities, streets or walkways,
generally have the right to assemble, rally, demonstrate, protest or otherwise express their views
and opinions through varying forms of communication, including the distribution of printed matter.
These rights may be limited by laws or ordinances regulating such matters as the obstruction of
individual or vehicle access or egress, trespass, noise, picketing, distribution of handbills, leafleting
and loitering. However, officers shall not take action or fail to take action based on the opinions
being expressed.

Participant behavior during a demonstration or other public assembly can vary. This may include,
but is not limited to:

• Lawful, constitutionally protected actions and speech.

• Civil disobedience (typically involving minor criminal acts).

• Rioting.

All of these behaviors may be present during the same event. Therefore, it is imperative that law
enforcement actions are measured and appropriate for the behaviors officers may encounter. This
is particularly critical if force is being used. Adaptable strategies and tactics are essential. The
purpose of a law enforcement presence at the scene of public assemblies and demonstrations
should be to preserve the peace, to protect life and prevent the destruction of property.

Officers should not:

(a) Engage in assembly or demonstration-related discussion with participants.

(b) Harass, confront or intimidate participants.

(c) Seize the cameras, cell phones or materials of participants or observers unless an
officer is placing a person under lawful arrest.

Supervisors should continually observe department members under their commands to ensure
that members’ interaction with participants and their response to crowd dynamics is appropriate.
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429.3.1   PHOTOGRAPHS AND VIDEO RECORDINGS
Photographs and video recording, when appropriate, can serve a number of purposes,
including support of criminal prosecutions by documenting criminal acts; assistance in
evaluating department performance; serving as training material; recording the use of dispersal
orders; and facilitating a response to allegations of improper law enforcement conduct.

Photographs and videos will not be used or retained for the sole purpose of collecting or
maintaining information about the political, religious or social views of associations, or the activities
of any individual, group, association, organization, corporation, business or partnership, unless
such information directly relates to an investigation of criminal activities and there is reasonable
suspicion that the subject of the information is involved in criminal conduct.

429.4   UNPLANNED EVENTS
When responding to an unplanned or spontaneous public gathering, the first responding officer
should conduct an assessment of conditions, including, but not limited to, the following:

• Location

• Number of participants

• Apparent purpose of the event

• Leadership (whether it is apparent and/or whether it is effective)

• Any initial indicators of unlawful or disruptive activity

• Indicators that lawful use of public facilities, streets or walkways will be impacted

• Ability and/or need to continue monitoring the incident

Initial assessment information should be promptly communicated to Dispatch, and the assignment
of a supervisor should be requested. Additional resources should be requested as appropriate.
The responding supervisor shall assume command of the incident until command is expressly
assumed by another, and the assumption of command is communicated to the involved members.
A clearly defined command structure that is consistent with the Incident Command System (ICS)
should be established as resources are deployed.

429.5   PLANNED EVENT PREPARATION
For planned events, comprehensive, incident-specific operational plans should be developed. The
ICS should be considered for such events.

429.5.1   INFORMATION GATHERING AND ASSESSMENT
In order to properly assess the potential impact of a public assembly or demonstration on public
safety and order, relevant information should be collected and vetted. This may include:

• Information obtained from outreach to group organizers or leaders.

• Information about past and potential unlawful conduct associated with the event or
similar events.
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• The potential time, duration, scope, and type of planned activities.

• Any other information related to the goal of providing a balanced response to criminal
activity and the protection of public safety interests.

Information should be obtained in a transparent manner, and the sources documented. Relevant
information should be communicated to the appropriate parties in a timely manner.

Information will be obtained in a lawful manner and will not be based solely on the purpose or
content of the assembly or demonstration, or actual or perceived characteristics such as race,
ethnicity, national origin, religion, sex, sexual orientation, gender identity or expression, economic
status, age, cultural group, or disability  of the participants (or any other characteristic that is
unrelated to criminal conduct or the identification of a criminal subject).

429.5.2   OPERATIONAL PLANS
An operational planning team with responsibility for event planning and management should be
established. The planning team should develop an operational plan for the event.

The operational plan will minimally provide for the following:

(a) Command assignments, chain of command structure, roles, and responsibilities

(b) Staffing and resource allocation

(c) Management of criminal investigations

(d) Designation of uniform of the day and related safety equipment (e.g., helmets, shields)

1. Uniforms must display the Department name and a unique personal identifier.

2. A protocol for keeping record of any officers on scene who are not in compliance
with uniform requirements due to exigent circumstances.

(e) Deployment of specialized resources

(f) Event communications and interoperability in a multijurisdictional event

(g) Liaison with demonstration leaders and external agencies

(h) Liaison with City government and legal staff

(i) Media relations

(j) Logistics: food, fuel, replacement equipment, duty hours, relief, and transportation

(k) Traffic management plans

(l) First aid and emergency medical service provider availability

(m) Prisoner transport and detention

(n) Review of policies regarding public assemblies and use of force in crowd control

(o) Parameters for declaring an unlawful assembly (as defined by Minn. Stat. § 609.705)

(p) Arrest protocol, including management of mass arrests

(q) Protocol for recording information flow and decisions
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(r) Rules of engagement, including rules of conduct, protocols for field force extraction
and arrests, and any authorization required for the use of force

(s) Protocol for handling complaints during the event

(t) Parameters for the use of body-worn cameras and other portable recording devices

429.5.3   MUTUAL AID AND EXTERNAL RESOURCES
The magnitude and anticipated duration of an event may necessitate interagency cooperation and
coordination. The assigned Incident Commander should ensure that any required memorandums
of understanding or other agreements are properly executed, and that any anticipated mutual aid
is requested and facilitated (see the Outside Agency Assistance Policy).

429.6   UNLAWFUL ASSEMBLY DISPERSAL ORDERS
If a public gathering or demonstration remains peaceful and nonviolent, and there is no reasonably
imminent threat to persons or property, the Incident Commander should generally authorize
continued monitoring of the event.

Should the Incident Commander make a determination that public safety is presently or is
about to be jeopardized, the Incident Commander or the authorized designee should attempt to
verbally persuade event organizers or participants to disperse of their own accord. Warnings and
advisements may be communicated through established communications links with leaders and/
or participants or to the group.

When initial attempts at verbal persuasion are unsuccessful, the Incident Commander or the
authorized designee should make a clear standardized announcement to the gathering that
the event is an unlawful assembly, and should order the dispersal of the participants. The
announcement should be communicated by whatever methods are reasonably available to ensure
that the content of the message is clear and that it has been heard by the participants. The
announcement should be amplified, made in different languages as appropriate, made from
multiple locations in the affected area and documented by audio and video. The announcement
should provide information about what law enforcement actions will take place if illegal behavior
continues and should identify routes for egress (at least two routes when possible). A reasonable
time to disperse should be allowed following a dispersal order.

Additionally, the dispersal order must include:

(a) The name and rank of the person and the agency giving the order.

(b) The reasons for the declaration.

(c) How long the participants have to comply.

The dispersal announcements should be repeated after commencement of the initial dispersal
order so that participants understand that they must leave the area.

If, after a crowd disperses pursuant to a declaration of unlawful assembly and subsequently
participants assemble at a different geographic location where the participants are engaged in
non-violent and lawful First Amendment activity, such an assembly cannot be dispersed unless it
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has been determined that it is an unlawful assembly, and a new declaration of unlawful assembly
has been made.

429.6.1   MINNESOTA POST GUIDELINES ON UNLAWFUL ASSEMBLY
The mere failure to obtain a permit, such as a parade permit or sound permit, is not a sufficient
basis to declare an unlawful assembly.

The fact that some of the demonstrators or organizing groups have engaged in violent or unlawful
acts on prior occasions or demonstrations is not grounds for declaring an assembly unlawful.

Whenever possible, the unlawful behavior of a few participants must not result in the majority of
peaceful protestors being deprived of their First Amendment rights, unless other participants or
officers are threatened with dangerous circumstances.

429.7   USE OF FORCE
Use of force is governed by current department policy and applicable law (see the Use of Force,
Handcuffing and Restraints, Control Devices, and Conducted Energy Device policies).

Individuals refusing to comply with lawful orders (e.g., nonviolent refusal to disperse) should be
given a clear verbal warning and a reasonable opportunity to comply. If an individual refuses to
comply with lawful orders, the Incident Commander shall evaluate the type of resistance and adopt
a reasonable response in order to accomplish the law enforcement mission (such as dispersal or
arrest of those acting in violation of the law). Control devices and conducted energy devices should
be considered only when the participants' conduct reasonably appears to present the potential to
harm officers, themselves or others, or will result in substantial property loss or damage (see the
Control Devices and the Conducted Energy Device policies).

Force or control devices, including oleoresin capsaicin (OC), should be directed toward individuals
and not toward groups or crowds, unless specific individuals cannot reasonably be targeted due
to extreme circumstances, such as a riotous crowd.

Any use of force by a member of this department shall be documented promptly, completely, and
accurately in an appropriate report. The type of report required may depend on the nature of the
incident.

429.8   ARRESTS
The Arlington Police Department should respond to unlawful behavior in a manner that
is consistent with the operational plan. If practicable, warnings or advisements should be
communicated prior to arrest.

Mass arrests should be employed only when alternate tactics and strategies have been, or
reasonably appear likely to be, unsuccessful. Mass arrests shall only be undertaken upon the
order of the Incident Commander or the authorized designee. There must be probable cause for
each arrest.

If employed, mass arrest protocols should fully integrate:
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(a) Reasonable measures to address the safety of officers and arrestees.

(b) Dedicated arrest, booking and report writing teams.

(c) Timely access to medical care.

(d) Timely access to legal resources.

(e) Timely processing of arrestees.

(f) Full accountability for arrestees and evidence.

(g) Coordination and cooperation with the prosecuting authority, jail and courts (see the
Citation Releases Policy).

429.9   MEDIA RELATIONS
The Public Information Officer should use all available avenues of communication, including
press releases, briefings, press conferences and social media to maintain open channels of
communication with media representatives and the public about the status and progress of the
event, taking all opportunities to reassure the public about the professional management of the
event (see the Media Relations Policy).

429.10   DEMOBILIZATION
When appropriate, the Incident Commander or the authorized designee should implement a
phased and orderly withdrawal of law enforcement resources. All relieved personnel should
promptly complete any required reports, including use of force reports, and account for all issued
equipment and vehicles to their supervisors prior to returning to normal operational duties.

429.11   POST EVENT
The Incident Commander should designate a member to assemble full documentation of the event,
to include the following:

(a) Operational plan

(b) Any incident logs

(c) Any assignment logs

(d) Vehicle, fuel, equipment, and supply records

(e) Incident, arrest, use of force, injury, and property damage reports

(f) Photographs, audio/video recordings, Dispatch records/tapes

(g) Media accounts (print and broadcast media)

(h) Record of any unlawful assembly declarations

429.11.1   AFTER-ACTION REPORTING
The Incident Commander should work with City legal counsel, as appropriate, to prepare a
comprehensive after-action report of the event, explaining all incidents where force was used
including the following:
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(a) Date, time and description of the event

(b) Actions taken and outcomes (e.g., injuries, property damage, arrests)

(c) Problems identified

(d) Significant events

(e) Recommendations for improvement; opportunities for training should be documented
in a generic manner, without identifying individuals or specific incidents, facts or
circumstances.

429.12   TRAINING
Department members should receive periodic training regarding this policy, as well as the
dynamics of crowd control and incident management. The Department should, when practicable,
train with its external and mutual aid partners.

429.13   ADDITIONAL INCIDENT COMMANDER RESPONSIBILITIES
The Incident Commander is responsible for maintaining familiarity with the Minnesota model
policy on Public Assembly and First Amendment Activity and incorporating additional protocols as
appropriate for the department's preparedness in addressing:

(a) Approved devices, tactics, and munitions.

(b) Accessibility to the public assembly or demonstration by media representatives and
other observers.

(c) Additional documentation requirements, if any.

See attachment: MN Public Assembly - First Amendment Rights Model Policy.pdf
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Public Assembly and First Amendment Activity 
 

References: 
Minn. Rules 6700.1615 

First Amendment US Constitution  
Minnesota Constitution  

 609.705. Unlawful Assembly 
609.71 Riot 

609. 066 Authorized Use of Force by Peace Officers 
609.06 Authorized Use of Force  

 
 

1)  PURPOSE 
 

The First Amendment to the Constitution of the United States of America states, "Congress 
shall make no law respecting an establishment of religion, or prohibiting the free exercise 
thereof, or abridging the freedom of speech or of the press, or the right of the people 
peaceably to assemble and to petition the Government for a redress of grievances." 
 
The Bill of Rights in Article 1 of the Minnesota Constitution addresses the rights of free 
speech and the liberty of the press. However, neither the state nor federal constitutions 
protect criminal activity or threats against citizens, businesses, or critical infrastructure. 
 
The (law enforcement agency) supports all people's fundamental right to peaceably 
assemble and their right to freedom of speech and expression. 
 
The purpose of this policy is to provide guidelines to the (law enforcement 
agency) personnel regarding the application and operation of acceptable law 
enforcement actions addressing public assemblies and First Amendment Activity. 
 

 
2)  POLICY 
 

The (law enforcement agency) will uphold the constitutional rights of free speech and 
assembly while using the minimum use of physical force and authority required to 
address a crowd management or crowd control issue. 
 
The policy of the (law enforcement agency) (“department”) regarding crowd 
management and crowd control is to apply the appropriate level of direction and control  
to protect life, property, and vital facilities while maintaining public peace and order 
during a public assembly or First Amendment activity. Department personnel must not 
harass, intimidate, or discriminate against or unreasonably interfere with persons 
engaged in the lawful exercise of their rights. 
 
This policy concerning crowd management, crowd control, crowd dispersal, and police 
responses to violence and disorder applies to spontaneous demonstrations, crowd      event 
situations, and planned demonstration or crowd events regardless of the permit status of 
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the event. 
 
This policy is to be reviewed annually. 

 
 
3) DEFINITIONS  
 

A. Chemical Agent Munitions: Munitions designed to deliver chemical agents from a 
launcher or hand thrown.  

B. Control Holds: Control holds are soft empty hand control techniques as they do not 
involve striking.  

C. Crowd Management: Techniques used to manage lawful public assemblies before, 
during, and after an event. Crowd management can be accomplished in part through 
coordination with event planners and group leaders, permit monitoring, and past 
event critiques. 

D. Crowd Control: Techniques used to address unlawful public assemblies.  
E. Deadly Force: Force used by an officer that the officer knows, or reasonably should 

know, creates a substantial risk of causing death or great bodily harm.  
(Reference: (law enforcement agency’s) Use of Force Policy, MN Statutes 609.06 
and 609. 066)  

F. Direct Fired Munitions: Less-lethal impact munitions that are designed to be direct 
fired at a specific target. 

G. First Amendment Activities: First Amendment activities include all forms of speech and 
expressive conduct used to convey ideas and/or information, express grievances, or 
otherwise communicate with others and include both verbal and non-verbal expression. 
Common First Amendment activities include, but are not limited to, speeches, 
demonstrations, vigils, picketing, distribution of literature, displaying banners or signs, 
street theater, and other artistic forms of expression. All these activities involve the 
freedom of speech, association, and assembly and the right   to petition the government, 
as guaranteed by the United States Constitution and the Minnesota State Constitution.  

The government may impose reasonable restrictions on the    time, place, or manner of 
protected speech, provided the restrictions are justified without reference to the content 
of the regulated speech, that they are narrowly tailored to serve a significant 
governmental interest, and that they leave open ample alternative channels for         
communication of the information. 

 
H. Great Bodily Harm: Bodily injury which creates a high probability of death, or which 

causes serious, permanent disfigurement, or which causes a permanent or 
protracted loss or impairment of the function of any bodily member or organ or other 
serious bodily harm. (Reference: (law enforcement agency’s) Use of Force Policy, 
MN Statutes 609.06 and 609. 066)  
 

I. Legal Observers – Individuals, usually representatives of civilian human rights agencies, 
who attend public demonstrations, protests and other activities. The following may be 
indicia of a legal observer: Wearing a green National Lawyers’ Guild issued or 
authorized Legal Observer hat and/or vest (a green NLG hat and/or black vest with 
green labels) or wearing a blue ACLU issued or authorized legal observer vest.  

J. Less-lethal Impact Munitions. Impact munitions which can be fired, launched, or 
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otherwise propelled for the purpose of encouraging compliance, overcoming 
resistance or preventing serious injury without posing significant potential of causing 
death.  

K. Media: Media means any person who is an employee, agent, or independent 
contractor of any newspaper, magazine or other periodical, book publisher, news 
agency, wire service, radio or television station or network, cable or satellite station or 
network, or audio or audiovisual production company, or any entity that is in the 
regular business of news gathering and disseminating news or information to the 
public by any means, including, but not limited to, print, broadcast, photographic, 
mechanical, internet, or electronic distribution. For purposes of this policy, the 
following are indicia of being a member of the media: visual identification as a member 
of the press, such as by displaying a professional or authorized press pass or wearing 
a professional or authorized press badge or some distinctive clothing that identifies 
the wearer as a member of the press. 

 

4) Law Enforcement Procedures 
A. Uniform: All officers responding to public assemblies must at all times, including when 

wearing protective gear, display their agency name and a unique personal identifier in 
compliance with this department’s uniform policy. The chief law enforcement officer must 
maintain a record of any officer(s) at the scene who is not in compliance with this 
requirement due to exigent circumstances. 

B. Officer conduct: 
1. Officers shall avoid negative verbal engagement with members of the crowd. 

Verbal abuse against officers does not constitute a reason for an arrest or for any 
use of force against such individuals. 

2. Officers must maintain professional demeanor and remain neutral in word and 
deed despite unlawful or anti-social behavior on the part of crowd members.  

3. Officers must not take action or fail to take action based on the opinions being 
expressed. 

4. Officers must not interfere with the rights of members of the public to observe 
and document police conduct via video, photographs, or other methods unless 
doing so interferes with on-going police activity.  

5. Officers must not use a weapon or munition unless the officer has been trained in 
the use and qualified in deployment of the weapon/munition.  

6. This policy does not preclude officers from taking appropriate action to direct 
crowd and vehicular movement; enforce ordinances and statutes; and to maintain 
the safety of the crowd, the general public, law enforcement personnel, and 
emergency personnel. 

i 
5. Responses to Crowd Situations 
 

A. Lawful assembly. Individuals or groups present on the public way, such as public 
facilities, streets or walkways, generally have the right to assemble, rally, demonstrate, 
protest, or otherwise express their views and opinions through varying forms of 
communication including the distribution of printed matter. These rights may be limited 
by laws or ordinances regulating such matters as the obstruction of individual or vehicle 
access or egress, trespass, noise, picketing, distribution of handbills, leafleting and 



 

 Model Policy on Public Assembly and First Amendment Activity    Adopted July 2021     MN POST Board    Page 4 of 9 
 

loitering.  
 

B. Unlawful assembly 
 
1. The definition of an unlawful assembly has been set forth in Minnesota Statute  

§609.705.  
2. The mere failure to obtain a permit, such as a parade permit or sound permit, is not 

a sufficient basis to declare an unlawful assembly 
3. The fact that some of the demonstrators or organizing groups have             engaged in 

violent or unlawful acts on prior occasions or demonstrations is not grounds for 
declaring an assembly unlawful.  

4. Whenever possible, the unlawful behavior of a few participants must not result in 
the majority of peaceful protestors being deprived of their First Amendment rights, 
unless other participants or officers are threatened with dangerous circumstances.  

5. Unless emergency or dangerous circumstances prevent negotiation, crowd 
dispersal techniques must not be initiated until after attempts have been made 
through contacts with the police liaisons and demonstration or crowd event leaders 
to negotiate a resolution of the              situation so that the unlawful activity will cease, and 
the First Amendment activity can continue.  

 
C. Declaration of Unlawful Assembly 

 
1. If the on-scene supervisor/incident commander has declared an unlawful 

assembly, the reasons for the declaration and the names of the decision maker(s) 
must be recorded. The declaration and dispersal order must be announced to the 
assembly. The name(s) of the officers announcing the declaration should be 
recorded, with the time(s) and date(s) documented. 

2. The dispersal order must include: 
a) Name, rank of person, and agency giving the order 
b) Declaration of Unlawful Assembly and reason(s) for declaration 
c) Egress or escape routes that may be used 
d) Specific consequences of failure to comply with dispersal order 
e) How long the group has to comply 

3. Whenever possible, dispersal orders should also be given in other languages that 
are appropriate for the audience.  Officers must recognize that not all crowd 
members may be fluent in the language(s) used in the dispersal order. 

4. Dispersal announcements must be made in a manner that will ensure that they are 
audible over a sufficient area. Dispersal announcements must be made from 
different locations when the demonstration is large and noisy. The dispersal 
announcements should be repeated after commencement of the dispersal 
operation so that persons not present at the original broadcast will understand that 
they must leave the area. The announcements must also specify adequate egress 
or escape routes. Whenever possible, a minimum of two escape/egress routes 
shall be identified and announced. 

 
 

D. Crowd Dispersal  
 

1. Crowd dispersal techniques should not be initiated until officers have made 
repeated announcements to the crowd, or are aware that repeated announcements 
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have been made, asking members of the crowd to voluntarily disperse, and 
informing them that, if they do not disperse, they will be subject to arrest. 

2. Unless an immediate risk to public safety exists or significant property damage is 
occurring, sufficient time will be allowed for a crowd to comply with officer 
commands before action is taken.  

3. If negotiations and verbal announcements to disperse do not result in                 voluntary 
movement of the crowd, officers may employ additional crowd dispersal tactics, 
but only after orders from the on-scene supervisor/incident commander. The use 
of these crowd dispersal tactics shall be consistent with the department policy of 
using the minimal officer intervention needed to address a crowd management 
or control issue.  

4. If, after a crowd disperses pursuant to a declaration of unlawful assembly and 
subsequently participants assemble at a different geographic location where the 
participants are engaged in non-violent and lawful First Amendment activity, such 
an assembly cannot be dispersed unless it has been determined that it is an 
unlawful assembly,  and a new declaration of unlawful assembly has been made. 

  
6. Tactics and Weapons to Disperse or Control a Non-Compliant 

Crowd  
 
Nothing in this policy prohibits officers’ abilities to use appropriate force options to defend 
themselves or others as defined in the (law enforcement agency’s) Use of Force policy. 
 
A. Use of Batons 

1. Batons must not be used for crowd control, crowd containment, or crowd 
dispersal except as specified below. 

2. Batons may be visibly displayed and held in a ready position during squad or 
platoon formations. 

3. When reasonably necessary for protection of the officers or to disperse 
individuals in the crowd pursuant to the procedures of this policy, batons may 
be used in a pushing, pulling, or jabbing motion. Baton jabs must not be used 
indiscriminately against a crowd or group of persons but only against 
individuals who are physically aggressive or actively resisting arrest. Baton 
jabs should not be used in a crowd control situation against an individual who 
is attempting to comply but is physically unable to disperse or move          because of 
the press of the crowd or some other fixed obstacle. 

4. Officers must not strike a person with any baton to the head, neck, throat, 
kidneys, spine, or groin, or jab with force to the armpit unless the person has 
created an imminent threat of great bodily harm to another.  

5. Batons shall not be used against a person who is handcuffed except when 
permissible under this department’s Use of Force policy and state law.  
 

B. Restrictions on Crowd Control and Crowd Dispersal  
1. Canines. Canines must not be used for crowd control, crowd containment, or 

crowd dispersal. 
2. Fire Hoses. Fire hoses must not be used for crowd control, crowd containment, or 

crowd dispersal. 
3. Electronic Control Weapons (ECWs) must not be used for crowd control, crowd 
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containment, or crowd dispersal. 
4. Motorcycles and police vehicles must not be used for crowd dispersal, but may be 

used for purposes of observation, visible deterrence, traffic control, transportation, 
and area control during a crowd event. 

5. Skip Fired Specialty Impact Less-Lethal Munitions (Wooden  Dowels and Stinger 
Grenades) may be used as a last resort if other crowd dispersal techniques have 
failed or have been deemed ineffective. 

6. Direct Fired munitions may never be used indiscriminately against a crowd or 
group of persons even if some members of the crowd or group are violent or 
disruptive. 
a) Except for exigent circumstances, the on-scene supervisor/incident 

commander must authorize the deployment of Direct Fired munitions. Direct 
Fired munitions must be used only against a specific individual who is engaging 
in conduct that poses an immediate threat of loss of life or serious bodily injury 
to them self, officers, or the general public; or is creating an imminent risk to 
the lives or safety of other persons through the substantial destruction of 
property. 

b) Officers shall not discharge a Direct Fired munitions at a person’s head, neck, 
throat, face, left armpit, spine, kidneys, or groin unless deadly force would be 
justified. 

c) When circumstances permit, the on-scene supervisor/incident commander 
must make an attempt to accomplish the policing goal without the use of Direct 
Fired munitions as described above, and, if practical,               an audible warning shall 
be given to the subject before deployment of the weapon. 

7. Aerosol Hand-held Chemical Agents must not be used in a demonstration or crowd 
situation or other civil disorders without the approval of the on-scene 
supervisor/incident commander. 
a) Aerosol, hand-held, pressurized, containerized chemical agents that emit a 

stream shall not be used for crowd management, crowd control, or crowd 
dispersal during demonstrations or crowd events. Aerosol hand-held chemical 
agents may not be used indiscriminately against a crowd or group of persons, 
but only against specific individuals who are engaged in specific acts of serious 
unlawful conduct or who are actively resisting arrest. 

b) Officers shall use the minimum amount of the chemical agent necessary to 
overcome the subject's resistance. 

c) When possible, persons should be removed quickly from any area where hand 
held chemical agents have been used. Officers must monitor the subject and 
pay particular attention to the subject’s ability to breathe following the 
application of a chemical agent.  

d) A subject who has been sprayed with a hand-held chemical agent shall not be 
left lying on their stomach once handcuffed or restrained with any device.  
 

 
9. Chemical munitions use in a crowd situation is subject to the following: 

a) Chemical munitions must be used only when: 
1) a threat of imminent harm or serious property damage is present, or 



 

 Model Policy on Public Assembly and First Amendment Activity    Adopted July 2021     MN POST Board    Page 7 of 9 
 

other crowd dispersal techniques have failed or did not accomplish the 
policing goal as determined by the incident commander, 

2) sufficient egress to safely allow the crowd to disperse exists, and 
3) The use of chemical munitions is approved by the on-scene 

supervisor/incident commander, and  
b) When feasible, additional announcements should be made prior to the use of 

chemical munitions in a crowd situation warning of the imminent use of chemical 
munitions. 

c) Deployment of chemical munitions into a crowd must be avoided to prevent 
unnecessary injuries. 

d) CN chemical munitions are prohibited.  
e) The use of each chemical munition must be recorded (time, location), and the 

following information must be made available by the department on request : 
1) the name of each chemical munition used in an incident, 
2) the location and time of use for each munition deployment, 
3) access to the safety data sheet (SDS) for chemical munition  

f) Where extensive use of chemical munitions would reasonably be anticipated to 
impact nearby residents or businesses, agencies should consider proactively 
notifying impacted individuals of safety information related to the munitions use 
as soon as possible, even if after the event. 

g) When chemical munitions are used, an emergency responder will be on standby 
at a safe distance near the target area when feasible.  

h) Chemical munitions are subject to the same procedural requirements as outlined 
in the (law enforcement department)’s UOF policy. 

 
C.  Arrests 

1. If the crowd has failed to disperse after the required announcements and sufficient 
time to disperse, officers may encircle the crowd or a           portion of the crowd for 
purposes of making multiple simultaneous arrests. 

2. Persons who make it clear (e.g., by non-violent civil disobedience) that they 
seek to be arrested may be arrested and must not be subjected to other 
dispersal techniques,      such as the use of batons or chemical agents. Persons 
refusing to comply with arrest procedures may be subject to the reasonable 
use of force. 

3. Arrests of non-violent persons shall be accomplished by verbal commands and 
persuasion, handcuffing, lifting, carrying, the use of dollies and/or stretchers, 
and/or the use of soft empty hand control holds. 

4. Officers must document any injuries reported by an arrestee, and as soon as 
practical, officers must obtain professional medical treatment for the arrestee.  

5. Juveniles arrested in demonstrations shall be handled consistent with 
department policy on arrest, transportation, and detention of juveniles. 

6. Officers arresting a person with a disability affecting mobility or communication 
must follow the department policy on arrest, transportation, and detention of 
persons with disabilities. 
 



 

 Model Policy on Public Assembly and First Amendment Activity    Adopted July 2021     MN POST Board    Page 8 of 9 
 

 

6. Handcuffs 
A. All persons subject to arrest during a demonstration or crowd        event shall be 

handcuffed in accordance with department policy, orders, and training bulletins. 
B. Officers should be cognizant that flex-cuffs may tighten when arrestees hands swell 

or move, sometimes simply in response to pain from the cuffs themselves. When 
arrestees complain of pain from overly tight flex cuffs, officers must examine the cuffs 
and ensure proper fit. 

C. Arrestees in flex-cuffs must be monitored to prevent injury. 
D. Each unit involved in detention and/or transportation of arrestees with flex-cuffs 

should have a flex-cuff cutter and adequate supplies of extra flex-cuffs readily 
available.  

 
7. Media.  

A. The media have a First Amendment right to cover public activity, including the right to 
record video or film, livestream, photograph, or use other mediums. 

B. The media must not be restricted to an identified area, and must be permitted to observe 
and must be permitted close enough access to view the crowd event and any arrests. An 
onsite supervisor/incident commander may identify an area where media may choose to 
assemble. 

C. Officers will not arrest members of the media unless they are physically obstructing 
lawful efforts to disperse the crowd, or efforts to arrest participants, or engaged in 
criminal activity. 

D. The media must not be targeted for dispersal or enforcement action because of their 
media status. 

E. Even after a dispersal order has been given, clearly identified media must be 
permitted to carry out their professional duties unless their presence would unduly 
interfere with the enforcement action. 
 

8. Legal Observers 
A. Legal observers, including unaffiliated self-identified legal observers and crowd monitors, 

do not have the same legal status as the media, and are subject to laws and orders 
similar to any other person or citizen. 

B. Legal observers and monitors must comply with all dispersal orders unless the on-site 
supervisor/incident commander chooses to allow such an individual legal observers and 
monitors to remain in an area after a dispersal order. 

C. Legal observers and crowd monitors must not be targeted for dispersal or enforcement 
action because of their status. 

 
9. Documentation of Public Assembly and First Amendment 

Activity 
 

A. The purpose of any visual documentation by (law enforcement agency) of a public 
assembly or first amendment activity must be related only to:  

1) Documentation of the event for the purposes of debriefing, 
2) Documentation to establish a visual record for the purposes of responding to 

citizen complaints or legal challenges, or 
3) Creating visual records for training purposes. 
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B. If it is the policy of (law enforcement agency) to videotape and photograph, it must be 

done in   a manner that minimizes interference with people lawfully participating in First 
Amendment activities. Videotaping and photographing of First Amendment activities 
must take place only when authorized by the on-site supervisor/incident commander. 

C. Individuals should not be singled out for photographing or recording simply because they 
appear to be leaders, organizers, or speakers. 

D. Unless evidence of criminal activity is provided, videos or photographs of 
demonstrations shall not be disseminated to other government agencies, including 
federal, state, and local law enforcement agencies. If videos or photographs are 
disseminated or shared with another law enforcement agency, a record should be 
created and maintained noting the date and recipient of the information. 

E. If there are no pending criminal prosecutions arising from the demonstration or if the 
video recording or photographing is not relevant to an Internal Affairs or citizen complaint 
investigation or proceedings or to civil litigation arising from police conduct at the 
demonstration, the video recording and/or photographs shall be destroyed in accordance 
with department policies. 

F. This directive shall not prohibit department members from using these videos or footage 
from such videos as part of training materials for officers in crowd control and crowd 
dispersal techniques and procedures.  
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Informants
603.1   PURPOSE AND SCOPE
The purpose of this policy is to provide guidelines for the use of informants.

603.1.1   DEFINITIONS
Definitions related to this policy include:

Informant - A person who covertly interacts with other individuals or suspects at the direction of,
request of, or by agreement with the Arlington Police Department for law enforcement purposes.
This also includes a person agreeing to supply information to the Arlington Police Department for
a benefit (e.g., a quid pro quo in the form of a reduced criminal penalty, money).

603.2   POLICY
The Arlington Police Department recognizes the value of informants to law enforcement efforts
and will strive to protect the integrity of the informant process. It is the policy of this department that
all funds related to informant payments will be routinely audited and that payments to informants
will be made according to the criteria outlined in this policy.

603.2.1   POST MODEL POLICY
It is the policy of the Department to follow the requirements of the Confidential Informants Model
Policy, established and published by the Minnesota Board of Peace Officer Standards and Training
(MN POST) (Minn. Stat. § 626.8476).

See attachment: Confidential Informants Model Policy.pdf

603.3   INFORMANT COORDINATOR
The Chief of Police or the authorized designee should designate an informant coordinator
responsible for remaining familiar with the requirements and guidelines set forth in Minn. Stat. §
626.8476 and the MN POST Confidential Informants Model Policy.

The coordinator is also responsible for implementing department procedures and protocols
concerning the recruitment, control, and use of informants, as adopted by the model policy,
including but not limited to:

(a) Establishing general guidelines related to the oversight of informants such as:

1. The execution of informant agreements.

2. The use of informants in exigent circumstances.

3. Supervisor review of informant files and informant agreements, and attendance
at debriefings and meetings.

4. Communication strategies and plans to address the confidentiality and integrity
of the department/informant relationship.

5. The screening of informants for personal safety or mental health concerns before
and after their use.
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(b) Developing procedures for determining initial and continued suitability, and preparing
related reports (e.g., Initial Suitability Report, Continuing Suitability Report).

1. Procedures should include a process for forwarding the results of initial and
continuing suitability determinations to appropriate department members.

2. The local prosecutor's office should be consulted before engaging individuals
who require special review and approval (e.g., juveniles, government officials,
those individuals obligated by legal privilege of confidentiality).

(c) Creating a process for identifying individuals who may be or who may become
unsuitable to serve as informants (e.g., individuals receiving in-patient or partial-
hospitalization treatment for a substance use disorder or mental illness, participating in
a treatment-based drug court program or treatment court, having overdosed in the last
12 months, having a physical or mental illness that impairs the ability to understand
instructions and make informed decisions).

(d) Working with department members to identify informants who should be referred to
prevention or treatment services.

(e) Addressing jurisdictional issues to ensure proper coordination in the use of informants.

(f) Working with the Narcotics Unit supervisor to manage the informant file system,
including establishing guidelines regarding access, review, and disclosure.

(g) Establishing deactivation procedures.

(h) Making any necessary updates to agency procedures.

(i) Certifying annually to MN POST that the Department has adopted a policy that
complies with the requirements of the model policy as required by Minn. Stat. §
626.8476, Subd. 3.

603.4   USE OF INFORMANTS

603.4.1   INITIAL APPROVAL
Before using an individual as an informant, an officer must receive approval from his/her
supervisor. The officer shall compile sufficient information through a background investigation and
experience with the informant in order to determine the suitability of the individual, including age,
maturity and risk of physical harm, as well as any indicators of his/her reliability and credibility.

Members of this department should not guarantee absolute safety or confidentiality to an
informant.

603.4.2   JUVENILE INFORMANTS
The use of informants under the age of 13 is prohibited.

Juveniles under the guardianship of the state may not be used as informants.

In all cases, a juvenile 13 years of age or older may only be used as an informant with the written
consent of each of the following:
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(a) The juvenile's parents or legal guardians

(b) The juvenile's attorney, if any

(c) The court in which the juvenile's case is being handled, if applicable

(d) The Chief of Police or the authorized designee

603.4.3   INFORMANT AGREEMENTS
All informants are required to sign and abide by the provisions of the designated department
informant agreement. The officer using the informant shall discuss each of the provisions of the
agreement with the informant.

Details of the agreement are to be approved in writing by a supervisor before being finalized with
the informant.

603.5   INFORMANT INTEGRITY
To maintain the integrity of the informant process, the following must be adhered to:

(a) The identity of an informant acting in a confidential capacity shall not be withheld from
the Chief of Police,, Narcotics Unit supervisor or their authorized designees.

1. Identities of informants acting in a confidential capacity shall otherwise be kept
confidential.

(b) Criminal activity by informants shall not be condoned.

(c) Informants shall be told they are not acting as police officers, employees or agents of
the Arlington Police Department, and that they shall not represent themselves as such.

(d) The relationship between department members and informants shall always be ethical
and professional.

1. Members shall not become intimately involved with an informant.

2. Social contact shall be avoided unless it is necessary to conduct an official
investigation, and only with prior approval of the Narcotics Unit supervisor.

3. Members shall neither solicit nor accept gratuities or engage in any private
business transaction with an informant.

(e) Officers shall not meet with informants in a private place unless accompanied by at
least one additional officer or with prior approval of the Narcotics Unit supervisor.

1. Officers may meet informants alone in an occupied public place, such as a
restaurant.

(f) When contacting informants for the purpose of making payments, officers shall
arrange for the presence of another officer.

(g) In all instances when department funds are paid to informants, a voucher shall be
completed in advance, itemizing the expenses.

(h) Since the decision rests with the appropriate prosecutor, officers shall not promise that
the informant will receive any form of leniency or immunity from criminal prosecution.
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603.5.1   UNSUITABLE INFORMANTS
The suitability of any informant should be considered before engaging him/her in any way in a
covert or other investigative process. Members who become aware that an informant may be
unsuitable will notify the supervisor, who will initiate a review to determine suitability. Until a
determination has been made by a supervisor, the informant should not be used by any member.
The supervisor shall determine whether the informant should be used by the Department and,
if so, what conditions will be placed on his/her participation or any information the informant
provides. The supervisor shall document the decision and conditions in file notes and mark the
file “unsuitable” when appropriate.

Considerations for determining whether an informant is unsuitable include, but are not limited to,
the following:

(a) The informant has provided untruthful or unreliable information in the past.

(b) The informant behaves in a way that may endanger the safety of an officer.

(c) The informant reveals to suspects the identity of an officer or the existence of an
investigation.

(d) The informant appears to be using his/her affiliation with this department to further
criminal objectives.

(e) The informant creates officer-safety issues by providing information to multiple law
enforcement agencies simultaneously, without prior notification and approval of each
agency.

(f) The informant engages in any other behavior that could jeopardize the safety
of officers or the integrity of a criminal investigation.

(g) The informant commits criminal acts subsequent to entering into an informant
agreement.

603.6   INFORMANT FILES
Informant files shall be utilized as a source of background information about the informant, to
enable review and evaluation of information provided by the informant, and to minimize incidents
that could be used to question the integrity of department members or the reliability of the
informant.

Informant files shall be maintained in a secure area within the Narcotics Unit. The Narcotics Unit
supervisor or the authorized designee shall be responsible for maintaining informant files. Access
to the informant files shall be restricted to the Chief of Police, Division Commander, Narcotics Unit
supervisor or their authorized designees.

The Investigation Division Commander should arrange for an audit using a representative sample
of randomly selected informant files on a periodic basis, but no less than one time per year. If
the Narcotics Unit supervisor is replaced, the files will be audited before the new supervisor takes
over management of the files. The purpose of the audit is to ensure compliance with file content
and updating provisions of this policy. The audit should be conducted by a supervisor who does
not have normal access to the informant files.
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603.6.1   FILE SYSTEM PROCEDURE
A separate file shall be maintained on each informant and shall be coded with an assigned
informant control number. An informant history that includes the following information shall be
prepared for each file:

(a) Name and aliases

(b) Date of birth

(c) Physical description: sex, race, height, weight, hair color, eye color, scars, tattoos, or
other distinguishing features

(d) Photograph

(e) Current home address and telephone numbers

(f) Current employers, positions, addresses, and telephone numbers

(g) Vehicles owned and registration information

(h) Places frequented

(i) Briefs of information provided by the informant and the informant's subsequent
reliability

1. If an informant is determined to be unsuitable, the informant's file is to be
marked "unsuitable" and notations included detailing the issues that caused this
classification.

(j) Name of the officer initiating use of the informant and any subsequent overseeing
agents

(k) Signed informant agreement

(l) Update on active or inactive status of informant

(m) Emergency contact information

(n) Criminal history record

(o) Residential addresses in the last five years

(p) Social media accounts

(q) Marital status and number of children

(r) Gang affiliations or other organizational affiliations

(s) Special skills and hobbies

(t) Special areas of criminal expertise or knowledge

603.7   INFORMANT PAYMENTS
No informant will be told in advance or given an exact amount or percentage for his/her service.
The amount of funds to be paid to any informant will be evaluated against the following criteria:

• The extent of the informant's personal involvement in the case

• The significance, value or effect on crime
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• The value of assets seized

• The quantity of the drugs or other contraband seized

• The informant’s previous criminal activity

• The level of risk taken by the informant

The Narcotics Unit supervisor will discuss the above factors with the Patrol Division Commander
and recommend the type and level of payment subject to approval by the Chief of Police.

603.7.1   PAYMENT PROCESS
Approved payments to an informant should be in cash using the following process:

(a) Payments of $500 and under may be paid in cash from a Narcotics Unit buy/expense
fund.

1. The Narcotics Unit supervisor shall sign the voucher for cash payouts from the
buy/expense fund.

(b) Payments exceeding $500 shall be made by issuance of a check, payable to the
officer who will be delivering the payment.

1. The check shall list the case numbers related to and supporting the payment.

2. A written statement of the informant's involvement in the case shall be placed
in the informant's file.

3. The statement shall be signed by the informant verifying the statement as a true
summary of the informant's actions in the case.

4. Authorization signatures from the Chief of Police and the City Administrator are
required for disbursement of the funds.

(c) To complete the payment process for any amount, the officer delivering the payment
shall complete a cash transfer form.

1. The cash transfer form shall include the following:

(a) Date

(b) Payment amount

(c) Arlington Police Department case number

(d) A statement that the informant is receiving funds in payment for information
voluntarily rendered.

2. The cash transfer form shall be signed by the informant.

3. The cash transfer form will be kept in the informant's file.

4. At least two officers should be present when payments are made.

5. Any signature by the informant for receipt of payment should not contain the true
identity of the informant but should use the informant's control number.



Arlington Police Department
Policy Manual

Informants

Copyright Lexipol, LLC 2023/12/29, All Rights Reserved.
Published with permission by Arlington Police Department

Informants - 7

603.7.2   REPORTING OF PAYMENTS
Each informant receiving a cash payment shall be advised of his/her responsibility to report the
cash to the Internal Revenue Service (IRS) as income. If funds distributed exceed $600 in any
reporting year, the informant should be provided IRS Form 1099 (26 CFR 1.6041-1). If such
documentation or reporting may reveal the identity of the informant and by doing so jeopardize
any investigation, the safety of officers or the safety of the informant (26 CFR 1.6041-3), then IRS
Form 1099 should not be issued.

In such cases, the informant shall be provided a letter identifying the amount he/she must report
on a tax return as “other income” and shall be required to provide a signed acknowledgement
of receipt of the letter. The completed acknowledgement form and a copy of the letter shall be
retained in the informant’s file.

603.7.3   AUDIT OF PAYMENTS
The Narcotics Unit supervisor or the authorized designee shall be responsible for compliance with
any audit requirements associated with grant provisions and applicable state and federal law.

At least once every six months, the Chief of Police or the authorized designee should conduct an
audit of all informant funds for the purpose of accountability and security of the funds. The funds
and related documents (e.g., buy/expense fund records, cash transfer forms, invoices, receipts
and logs) will assist with the audit process.

603.8   TRAINING
The Chief of Police shall provide in-service training to officers, including part-time officers, in the
recruitment, control, and use of confidential informants as required by Minn. Stat. § 626.8476.
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Officer Response to Calls
308.1   PURPOSE AND SCOPE
The State of Minnesota finds that emergency vehicle operations are an integral part of law
enforcement’s commitment to public safety. This policy provides for the safe and appropriate
response to all emergency and non-emergency situations (Minn. Stat. § 626.8458, Subd. 1).

308.2   POLICY
It is the policy of this department to appropriately respond to emergency and nonemergency calls
for service or requests for assistance, whether these are dispatched or self-initiated.

308.3   RESPONSE TO CALLS

308.3.1   RESPONSE TO EMERGENCY CALLS
Officers responding to an emergency call shall proceed immediately as appropriate. Officers
responding to an emergency call shall sound the siren or display at least one lighted red light to the
front of the vehicle. Whenever practicable, during an emergency call response the officer should
continuously operate emergency lighting equipment and sound the siren (Minn. Stat. § 169.03 et
seq.; Minn. Stat. § 169.17).

Responding with a red light, emergency lighting and/or siren does not relieve the operator of an
authorized emergency vehicle or a law enforcement vehicle of the duty to drive with due regard for
the safety of all persons and does not protect the driver from the consequences of his/her reckless
disregard for the safety of others. The use of any other warning equipment without emergency
lights and siren does not provide an exemption under Minnesota law (Minn. Stat. § 169.17).

Officers should only respond with a red light, emergency lights and/or siren when so dispatched
or when circumstances reasonably indicate an emergency response is appropriate. Officers not
responding with a red light, emergency lights and/or siren shall observe all traffic laws.

308.3.2   LIGHTING EXEMPTION OF LAW ENFORCEMENT VEHICLES
An officer may operate a vehicle without lights as otherwise required while performing law
enforcement duties when the officer reasonably believes that operating the vehicle without lights is
necessary to investigate a criminal violation or suspected criminal violation of state laws, rules or
orders, or local laws, ordinances or regulations. The operation of a vehicle without lights must be
consistent with the standards adopted by Minnesota Peace officer Standards and Training Board
(POST) (Minn. Stat. § 169.541).

308.4   REQUESTING EMERGENCY ASSISTANCE
Requests for emergency assistance should be limited to those situations where the involved
personnel reasonably believe that there is an imminent threat to the safety of officers, or assistance
is needed to prevent imminent serious harm to a citizen. Where a situation has stabilized and
emergency response is not required, the requesting officer shall promptly notify Dispatch.
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If circumstances permit, the requesting officer should give the following information:

• The unit number;

• The location;

• The reason for the request and type of emergency;

• The number of units required.

308.4.1   NUMBER OF UNITS PARTICIPATING
Normally, only those units reasonably necessary should respond to an emergency as an
emergency call response. The Shift Supervisor or the field supervisor should monitor all
emergency responses and reduce or enhance the response as warranted.

308.5   INITIATING EMERGENCY CALL RESPONSE
If an officer believes an emergency call response to any call is appropriate, the officer shall
immediately notify Dispatch. Emergency responses of more than one unit should include, if
circumstances reasonably permit, coordination of the response of the second responding unit by
Dispatch to avoid unanticipated intersecting of response routes.

An emergency call response of more than one unit should initiate notification by Dispatch to the
Shift Supervisor or field supervisor of the response. The Shift Supervisor or field supervisor will
make a determination regarding the appropriateness of the response and reduce or enhance the
response as warranted.

308.6   RESPONSIBILITIES OF RESPONDING OFFICERS
Officers shall exercise sound judgment and care with due regard for life and property when
responding to an emergency call. During a response to an emergency call officers may (Minn.
Stat. § 169.03; Minn. Stat. § 169.17):

(a) Proceed cautiously past a red or stop signal or stop sign but only after slowing down
and utilizing a red light or siren as may be necessary for safe operation.

(b) Exceed any speed limits, provided this does not endanger life or property.

(c) Disregard regulations governing direction of movement or turning in specified
directions as authorized by law.

(d) Disregard regulations governing parking or standing when using a warning lamp.

The decision to continue an emergency call response is at the discretion of the officer. If, in the
officer's judgment, the roadway conditions or traffic congestion does not permit such a response
without unreasonable risk, the officer may elect to respond to the call without the use of red lights
and siren at the legal speed limit. In such an event, the officer should immediately notify Dispatch.
An officer shall also discontinue an emergency call response when directed by a supervisor or
as otherwise appropriate.
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Upon determining that an emergency call response is appropriate, an officer shall immediately
give the location from which he/she is responding.

When emergency vehicles are on the scene of an emergency and pose any hazard, or when the
vehicle operators seek exemption to park, stop or stand contrary to any law or ordinance pursuant
to Minn. Stat. § 169.541, adequate warning lights shall be operated whenever practicable.

308.7   COMMUNICATIONS RESPONSIBILITIES
A dispatcher shall ensure acknowledgment and response of assisting units when an officer
requests emergency assistance or when the available information reasonably indicates that the
public is threatened with serious injury or death and an immediate law enforcement response
is needed. In all other circumstances, the dispatcher shall obtain authorization from the Shift
Supervisor or a field supervisor prior to assigning an emergency response. The dispatcher shall:

(a) Attempt to assign the closest available unit to the location requiring assistance.

(b) Immediately notify the Shift Supervisor.

(c) Confirm the location from which the unit is responding.

(d) Notify and coordinate outside emergency services (e.g., fire and ambulance).

(e) Continue to obtain and broadcast information as necessary concerning the response,
and monitor the situation until it is stabilized or terminated.

(f) Control all radio communications during the emergency and coordinate assistance
under the direction of the Shift Supervisor or field supervisor.

308.8   SUPERVISORY RESPONSIBILITIES
Upon being notified that an emergency response has been initiated, the Shift Supervisor or the
field supervisor shall verify the following:

(a) The proper response has been initiated.

(b) No more than those units reasonably necessary under the circumstances are involved
in the response.

(c) Affected outside jurisdictions are being notified as practicable.

The field supervisor shall, whenever practicable, monitor the response until it has been stabilized
or terminated and assert control by directing units into or out of the response if necessary. If, in the
supervisor's judgment, the circumstances require additional units to be assigned an emergency
response, the supervisor may do so.

It is the supervisor's responsibility to terminate an emergency response that, in his/her judgment,
is inappropriate due to the circumstances.

When making the decision to authorize an emergency call response, the Shift Supervisor or the
field supervisor should consider the following:

• The type of call or crime involved.
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• The necessity of a timely response.

• Traffic and roadway conditions.

• The location of the responding units.

308.9   FAILURE OF EMERGENCY EQUIPMENT
If the emergency equipment on the vehicle should fail to operate, the officer must terminate the
emergency call response and respond accordingly. The officer shall notify the Shift Supervisor,
field supervisor or Dispatch of the equipment failure so that another unit may be assigned to the
emergency response.

308.10   TRAINING
The Chief of Police shall ensure the frequency and content of emergency vehicle operations
training meets or exceeds that required by law (Minn. Stat. § 626.8458).
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Portable Audio/Video Recorders
422.1   PURPOSE AND SCOPE
This policy provides guidelines for the use of portable audio/video recording devices by members
of this department while in the performance of their duties (Minn. Stat. § 626.8473). Portable
audio/video recording devices include all recording systems whether body-worn, hand-held, or
integrated into portable equipment.

This policy does not apply to mobile audio/video recordings, interviews, or interrogations
conducted at any Arlington Police Department facility, undercover operations, wiretaps, or
eavesdropping (concealed listening devices).

422.1.1   DEFINITIONS
Definitions related to this policy include:

Portable Recording System - A device worn by a member that is capable of both video and audio
recording of the member's activities and interactions with others or collecting digital multimedia
evidence as part of an investigation and as provided in Minn. Stat. § 13.825.

Body-Worn  Cameras: means a device worn by an Officer that is capable of both video and audio
recording of the Officer's activities and interactions with others or collecting digital multimedia
evidence as part of an investigation and is provided in Minn. Stat. 13.825.

MGDPA or Data Practices Act: refers to the Minnesota Government Data Practices Act, Minn.
Stat. 13.01, et seq.

Records Retention Schedule: refers to the General Records Retention Schedule for Minnesota
Cities.

Law Enforcement Related Information: means information captured or available for capture by
use of a BWC that has evidentiary value because it documents events with respect to a stop,
arrest, search, citation or charging decision.

Evidentiary Value: means that the information may be useful as proof in a criminal prosecution,
related civil or administrative proceeding, further investigation of an actual or suspected criminal
act, or in considering an allegation against a law enforcement agency or Officer.

General Citizen Contact: means an informal encounter with a citizen that is not and does not
become law enforcement-related or adversarial, and a recording of the event would not yield
information relevant to an ongoing investigation. Examples include, but are not limited to, assisting
a motorist with directions, summoning a tow truck, or receiving generalized concerns from a citizen
about crime trends in his or her neighborhood.

Adversarial: means a law enforcement encounter with a person that becomes confrontational,
during which at least one person expresses anger, resentment, or hostility toward the other, or
at least one person directs toward the other, verbal conduct consisting of arguing, threatening,
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challenging, swearing, yelling, or shouting. Encounters in which a citizen demands to be recorded
or initiates recording on his or her own are deemed adversarial.

Unintentional Recorded Footage: is a video recording that results from an Officer's inadvertence
or neglect in operating the Officer's BWC, provided that no portion of the resulting recording
has evidentiary value. Examples of unintentionally recorded footage include, but are not limited
to, recordings made in police Department locker rooms, restrooms, and recordings made while
Officers were engaged in conversations of a non-business, personal nature with the expectation
that the conversation was not being recorded.

Official Duties: for purposes of this policy, means that the Officer is on duty and performing
authorized law enforcement services on behalf of this Department.

422.2   POLICY
It is the policy of this Department to authorize and require the use of Department issued BWC's
as set forth below, and to administer BWC data as provided by law. This policy governs the use
of BWC's in the course of official duties. It does not apply to the use of squad-based (dash-cam)
recording systems. The Police Chief or their designee may supersede this policy by providing
specific instructions for BWC use to individual Officers or providing specific instructions pertaining
to particular events or specialized details. This policy is a living document and any changes to the
BWC policy must be approved by the City Council.

422.3   USE AND DOCUMENTATION
(a) Officers will use only Department issued BWC's in the performance of official duties for

this Department or when otherwise performing authorized law enforcement services
as an employee of this Department.

(b) Officers who have been issued BWC's shall operate and use them in accordance
with this policy. Officers shall conduct a function test of their issued BWC's at the
beginning of each shift to make sure the devices are operating properly. Officers noting
a malfunction during testing or at any other time shall promptly report the malfunction
to the Officer's Supervisor and obtain a functioning device as soon as reasonably
practical.

(c) Officers should wear their issued BWC's in an approved, conspicuous location on their
body.

(d) Officers must document BWC use, and non-use as follows:

1. Whenever an Officer makes a recording, the existence of the recording shall be
documented.

2. If an event that is required to be recorded under this policy is not captured
or only a part of the activity is captured, the Officer must document the
circumstances and reasons for not recording in an incident report or CAD notes.
Supervisors shall review these reports and initiate any corrective action deemed
necessary.
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(e) The Department will maintain the following records and documents relating to BWC
use, which are classified as public data:

1. The total number of BWC's owned or maintained by the Department.

2. A daily record of the total number of BWC's deployed and used by Officers.

3. The total amount of recorded BWC data collected and maintained.

4. This policy, together with the Records Retention Schedule.

5. An accounting of when the Police Chief allows for any deviation of the policy, as
described in section 422.3, will be mentioned in the quarterly report to the City
Council as found in section 422.10 (a).

422.4   COORDINATOR
The Chief of Police or the authorized designee should designate a coordinator responsible for
(Minn. Stat. § 626.8473; Minn. Stat. § 13.825):

(a) Establishing procedures for the security, storage, and maintenance of data and
recordings.

1. The coordinator should work with the Custodian of Records and the member
assigned to coordinate the use, access, and release of protected information to
ensure that procedures comply with requirements of the Minnesota Government
Data Practices Act (MGDPA) and other applicable laws (Minn. Stat. § 13.01 et
seq.) (see the Protected Information and the Records Maintenance and Release
policies).

2. The coordinator should work with the Custodian of Records to identify recordings
that must be retained for a specific time frame under Minnesota law (e.g., firearm
discharges, certain use of force incidents, formal complaints).

(b) Establishing procedures for accessing data and recordings.

1. These procedures should include the process to obtain written authorization
for access to non-public data by APD members and members of other
governmental entities and agencies.

(c) Establishing procedures for logging or auditing access.

(d) Establishing procedures for transferring, downloading, tagging, or marking events.

(e) Establishing an inventory of portable recorders including:

1. Total number of devices owned or maintained by the Arlington Police
Department.

2. Daily record of the total number deployed and used by members and, if
applicable, the precinct or district in which the devices were used.

3. Total amount of recorded audio and video data collected by the devices and
maintained by the Arlington Police Department.

(f) Preparing the biennial audit required by Minn. Stat. § 13.825, Subd. 9.
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(g) Notifying the Bureau of Criminal Apprehension (BCA) in a timely manner when new
equipment is obtained by the Arlington Police Department that expands the type or
scope of surveillance capabilities of the department's portable recorders.

(h) Ensuring that this Portable Audio/Video Recorders Policy is posted on the Department
website.

422.5   MEMBER PRIVACY EXPECTATION
All recordings made by members on any department-issued device at any time or while acting
in an official capacity of this department, regardless of ownership of the device, shall remain the
property of the Department. Members shall have no expectation of privacy or ownership interest
in the content of these recordings.

422.6   MEMBER RESPONSIBILITIES
Prior to going into service, uniformed members will be responsible for making sure that they are
equipped with a portable recorder issued by the Department, and that the recorder is in good
working order (Minn. Stat. § 13.825). If the recorder is not in working order or the member becomes
aware of a malfunction at any time, the member shall promptly report the failure to their supervisor
and obtain a functioning device as soon as reasonably practicable. Uniformed members should
wear the recorder in a conspicuous manner at or above the mid-line of the waist and notify persons
that they are being recorded, whenever reasonably practicable (Minn. Stat. § 626.8473).

Any member assigned to a non-uniformed position may carry an approved portable recorder at any
time the member believes that such a device may be useful. Unless conducting a lawful recording
in an authorized undercover capacity, non-uniformed members should wear the recorder in a
conspicuous manner when in use or otherwise notify persons that they are being recorded,
whenever reasonably practicable.

When using a portable recorder, the assigned member shall record their name, employee number,
and the current date and time at the beginning and the end of the shift or other period of use,
regardless of whether any activity was recorded. This procedure is not required when the recording
device and related software captures the user's unique identification and the date and time of
each recording.

Members should document the existence of a recording in any report or other official record of the
contact, including any instance where the recorder malfunctioned or the member deactivated the
recording (Minn. Stat. § 626.8473). Members should include the reason for deactivation.

422.7   ACTIVATION OF THE AUDIO/VIDEO RECORDER
This policy is not intended to describe every possible situation in which the recorder should be
used, although there are many situations where its use is appropriate. Members should activate
the recorder any time the member believes it would be appropriate or valuable to record an
incident.

The recorder should be activated in any of the following situations:
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(a) All enforcement and investigative contacts including stops and field interview (FI)
situations.

(b) Traffic stops including, but not limited to, traffic violations, stranded motorist assistance
and all crime interdiction stops.

(c) Self-initiated activity in which a member would normally notify Dispatch.

(d) Any other contact that becomes adversarial after the initial contact in a situation that
would not otherwise require recording.

Members should remain sensitive to the dignity of all individuals being recorded and exercise
sound discretion to respect privacy by discontinuing recording whenever it reasonably appears to
the member that such privacy may outweigh any legitimate law enforcement interest in recording.
Requests by members of the public to stop recording should be considered using this same
criterion. Recording should resume when privacy is no longer at issue unless the circumstances
no longer fit the criteria for recording.

At no time is a member expected to jeopardize his/her safety in order to activate a portable recorder
or change the recording media. However, the recorder should be activated in situations described
above as soon as reasonably practicable.

422.7.1   CESSATION OF RECORDING
Once activated, the portable recorder should remain on continuously until the member reasonably
believes that his/her direct participation in the incident is complete or the situation no longer fits the
criteria for activation. Recording may be stopped during conversations with other officers/deputies,
during conversations with legal counsel and during significant periods of inactivity such as report
writing or other breaks from direct participation in the incident.

422.7.2   SURREPTITIOUS RECORDINGS
Minnesota law permits an individual to surreptitiously record any conversation in which one party
to the conversation has given his/her permission (Minn. Stat. § 626A.02).

Members of the Department may surreptitiously record any conversation during the course of a
criminal investigation in which the member reasonably believes that such a recording will be lawful
and beneficial to the investigation.

Members shall not surreptitiously record another department member without a court order unless
lawfully authorized by the Chief of Police or the authorized designee.

422.7.3   EXPLOSIVE DEVICE
Many portable recorders, including body-worn cameras and audio/video transmitters, emit radio
waves that could trigger an explosive device. Therefore, these devices should not be used where
an explosive device may be present.

422.7.4   DOWNLOADING AND LABELING DATA

(a) Each Officer using a BWC is responsible for transferring or assuring the proper transfer
of the data from his/her camera by the end of that Officer's shift. However, if the Officer
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is involved in a shooting, in-custody death, or other law enforcement activity resulting
in death or great bodily harm, a Supervisor or investigator shall take custody of the
Officer's BWC and assume responsibility for transferring the data from it.

(b) Officers shall label the BWC data files at the time of video capture or transfer to storage
and should consult with a Supervisor if in doubt as to the appropriate labeling.

(c) In addition, staff shall flag each file as appropriate to indicate that it contains
information about data subjects who may have rights under the MGDPA limiting
disclosure of information about them before the file is disseminated. These individuals
include:

1. Juvenile witnesses, if the nature of the event or activity justifies protecting the
identity of the witness;

2. Mandated reporters;

3. Individuals who called 911, and services subscribers whose lines were used to
place a call to the 911 system;

4. Victims of, and witnesses to crimes, if the victim or witness has requested not
to be identified publicly;

5. When the video is clearly offensive to common sensitivities;

6. Informants;

7. Undercover Officers;

8. Vulnerable adults who are victims of maltreatment;

9. Victims of child abuse or neglect;

10. Victims and alleged victims of criminal sexual conduct and/or sex trafficking;

11. Juveniles who are, or may be delinquent or engaged in criminal acts;

12. Other individuals whose identities the Officer believes may be legally protected
from public disclosure.

13. Officers and employees who are the subject of an inquiry related to the events
captured on video;

14. Individuals who make complaints about violations with respect to the use of real
property;

(d) Labeling and flagging designations may be corrected or amended based on additional
information.

422.7.5   ADMINISTERING ACCESS TO BWC DATA

(a) Data Subjects: Under Minnesota law, the following are considered data subjects for
purposes of administering access to BWC data:

1. Any person or entity whose image or voice is documented in the data.

2. The Officer who collected the data.
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3. Any other Officer whose voice or image is documented in the data, regardless
of whether that Officer is or can be identified by the recording.

(b) BWC Data is Presumptively Private: BWC recordings are classified as private data
about the data subjects unless there is a specific law that provides differently. As a
result:

1. BWC data pertaining to people is presumed private, as is BWC data pertaining
to businesses or other entities.

2. Some BWC data is classified as confidential (see c below).

3. Some BWC data is classified as public (see d below).

(c) Confidential Data: BWC data that is collected or created as part of an active criminal
investigation is confidential. This classification takes precedence over the "private"
classification listed above and the "public" classifications listed below.

(d) Public Data: The following BWC data is public:

1. Data documenting the discharge of a firearm by a peace Officer in the course
of duty, other than for training or the killing of an animal that is sick, injured, or
dangerous.

2. Data that documents the use of force by a peace Officer that results in substantial
bodily harm.

3. Data that a data subject requests to be made accessible to the public, subject
to redaction. Data on any data subject (other than a peace Officer) who has not
consented to the public release must be redacted if practicable. In addition, any
data on undercover Officers must be redacted.

4. Data that documents the final disposition of a disciplinary action against a public
employee.

However, if another provision of the MGDPA classifies data as private or otherwise not public,
the data retains that other classification. For instance, data that reveals protected identities under
Minn. Stat. § 13.82, subd. 17 (e.g., certain victims, witnesses, and others) should not be released
even if it would otherwise fit into one of the public categories listed above.

(e) Access to BWC Data by Non-Employees: Officers shall refer members of the media
or public seeking access to BWC data to the Chief of Police, who shall process the
request in accordance with the MGDPA and other governing laws. In particular:

1. An individual shall be allowed to review recorded BWC data about him or herself,
and other data subjects in the recording, but access shall not be granted:

(a) If the data was collected or created as part of an active investigation.

(b) To portions of the data that the Department would otherwise be prohibited
by law from disclosing to the person seeking access, such as portions that
would reveal identities protected by Minn. Stat. § 13.82, subd. 17.
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2. Unless the data is part of an active investigation, an individual data subject
shall be provided with a copy of the recording upon request, but subject to the
following guidelines on redaction:

(a) Data on other individuals in the recording who do not consent to the
release must be redacted.

(b) Data that would identify undercover Officers must be redacted.

(c) Data on other Officers who are not undercover, and who are on duty and
engaged in the performance of official duties, may not be redacted.

(f) Access by Peace Officers and Law Enforcement Employees: No employee may
have access to the Department's BWC data except for legitimate law enforcement or
data administration purposes.

1. Officers may access and view stored BWC video only when there is a business
need for doing so, including the need to defend against an allegation of
misconduct or substandard performance. Additionally, Officers may review
video footage of a typical law enforcement incident in which they were involved
prior to preparing a report, giving a statement, or providing testimony about
the incident. The exception will be Officer involved shootings or other critical
incidents. The Department will abide by the investigative protocols established
by the Minnesota Bureau of Criminal Apprehension that Officers will not typically
be allowed to view BWC or squad camera footage prior to giving their statement.
There may be isolated situations where this will be allowed. This decision will
be made on a case-by-case basis.

2. Department personnel shall document their reasons for accessing stored BWC
data at the time of each access. Department personnel are prohibited from
accessing BWC data for non-business reasons and from sharing the data for
non-law enforcement related purposes, including, but not limited to, uploading
BWC data recorded or maintained by this agency to public and social media
websites.

3. Employees seeking access to BWC data for non-business reasons may make
a request for it in the same manner as any member of the public.

(g) Other Authorized Disclosures of Data: Officers may display portions of BWC
footage to witnesses as necessary for purposes of investigation as allowed by Minn.
Stat. § 13.82, subd. 15, as may be amended from time to time. Officers should
generally limit these displays in order to protect against the incidental disclosure of
individuals whose identities are not public. Protecting against incidental disclosure
could involve, for instance, showing only a portion of the video, showing only screen
shots, muting the audio, or playing the audio but not displaying video. In addition:

1. BWC data may be shared with other law enforcement agencies only for
legitimate law enforcement purposes that are documented in writing at the time
of the disclosure.

2. BWC data shall be made available to prosecutors, courts, and other criminal
justice entities as provided by law.
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422.8   DATA SECURITY SAFEGUARDS
(a) Personally owned devices, including, but not limited to, computers and mobile devices,

shall not be programmed or used to access or view agency BWC data.

(b) Officers shall not intentionally edit, alter, or erase any BWC recording.

(c) As required by Minn. Stat. § 13.825, subd. 9, as may be amended from time to time,
this Department shall obtain an independent biennial audit of its BWC program.

422.9   PROHIBITED USE OF AUDIO/VIDEO RECORDERS
Members are prohibited from using department-issued portable recorders and recording media
for personal use and are prohibited from making personal copies of recordings created while on-
duty or while acting in their official capacity.

Members are also prohibited from retaining recordings of activities or information obtained
while on-duty, whether the recording was created with department-issued or personally owned
recorders. Members shall not duplicate or distribute such recordings, except for authorized
legitimate department business purposes. All such recordings shall be retained at the Department.

Members are prohibited from using personally owned recording devices while on-duty without the
express consent of the Shift Supervisor. Any member who uses a personally owned recorder for
department-related activities shall comply with the provisions of this policy, including retention and
release requirements and should notify the on-duty supervisor of such use as soon as reasonably
practicable.

Recordings shall not be used by any member for the purpose of embarrassment, harassment or
ridicule.

422.10   DEPARTMENT USE OF DATA
(a) At least once a month, the Chief of Police will randomly review BWC usage by each

Officer to ensure compliance with this policy. The Chief of Police will submit their
findings and put the information into a quarterly report that will be forwarded to the
City Council.

(b) In addition, supervisors and other assigned personnel may access BWC data for the
purposes of reviewing or investigating a specific incident that has given rise to an
inquiry or concern about Officer misconduct or performance.

(c) Nothing in this policy limits or prohibits the use of BWC data as evidence of misconduct
or as a basis for discipline.

(d) Officers should contact their Supervisors to discuss retaining and using BWC footage
for training purposes. Officer objections to preserving or using certain footage for
training will be considered on a case-by-case basis. Field Training Officers may utilize
BWC data with trainees for the purpose of providing coaching and feedback on the
trainees' performance.
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422.11   RETENTION OF RECORDINGS
All recordings shall be retained for a period consistent with the requirements of the organization's
records retention schedule but in no event for a period less than 180 days.

If an individual captured in a recording submits a written request, the recording shall be retained
for an additional time period. The coordinator should be responsible for notifying the individual
prior to destruction of the recording (Minn. Stat. § 13.825).

Members shall not alter, erase, or destroy any recordings before the end of the applicable records
retention period (Minn. Stat. § 626.8473).

422.11.1   RELEASE OF AUDIO/VIDEO RECORDINGS
Requests for the release of audio/video recordings shall be processed in accordance with the
Records Maintenance and Release Policy.

422.11.2   ACCESS TO RECORDINGS
Except as provided by Minn. Stat. § 13.825, Subd. 2, audio/video recordings are considered
private or nonpublic data.

Any person captured in a recording may have access to the recording. If the individual requests
a copy of the recording and does not have the consent of other non-law enforcement individuals
captured on the recording, the identity of those individuals must be blurred or obscured sufficiently
to render the subject unidentifiable prior to release. The identity of on-duty peace officers may not
be obscured unless their identity is protected under Minn. Stat. § 13.82, Subd. 17.

422.12   IDENTIFICATION AND PRESERVATION OF RECORDINGS
To assist with identifying and preserving data and recordings, members should download, tag or
mark the recordings in accordance with procedure and document the existence of the recording
in any related case report.

A member should transfer, tag or mark recordings when the member reasonably believes:

(a) The recording contains evidence relevant to potential criminal, civil or administrative
matters.

(b) A complainant, victim or witness has requested non-disclosure.

(c) A complainant, victim or witness has not requested non-disclosure but the disclosure
of the recording may endanger the person.

(d) Disclosure may be an unreasonable violation of someone’s privacy.

(e) Medical or mental health information is contained.

(f) Disclosure may compromise an under-cover officer or confidential informant.

(g) The recording or portions of the recording may be protected under the Minnesota Data
Practices Act.
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Any time a member reasonably believes a recorded contact may be beneficial in a non-criminal
matter (e.g., a hostile contact), the member should promptly notify a supervisor of the existence
of the recording.

422.13   REVIEW OF RECORDED MEDIA FILES
When preparing written reports, members should review their recordings as a resource (see the
Officer-Involved Shootings and Deaths Policy for guidance in those cases). However, members
shall not retain personal copies of recordings. Members should not use the fact that a recording
was made as a reason to write a less detailed report.

Supervisors are authorized to review relevant recordings any time they are investigating alleged
misconduct or reports of meritorious conduct or whenever such recordings would be beneficial in
reviewing the member's performance.

Recorded files may also be reviewed:

(a) By a supervisor as part of internal audits and reviews as required by Minn. Stat. §
626.8473.

(b) Upon approval by a supervisor, by any member of the Department who is participating
in an official investigation, such as a personnel complaint, administrative investigation,
or criminal investigation.

(c) Pursuant to lawful process or by court personnel who are otherwise authorized to
review evidence in a related case.

(d) By media personnel with permission of the Chief of Police or the authorized designee.

(e) In compliance with the Minnesota Data Practices Act request, if permitted or required
by the Act, including pursuant to Minn. Stat. § 13.82, Subd. 15, and in accordance
with the Records Maintenance and Release Policy.

All recordings should be reviewed by the Custodian of Records prior to public release (see the
Records Maintenance and Release Policy). Recordings that are clearly offensive to common
sensibilities should not be publicly released unless disclosure is required by law or order of the
court (Minn. Stat. § 13.82, Subd. 7; Minn. Stat. § 13.825, Subd. 2).

422.14   ACCOUNTABILITY
Any member who accesses or releases recordings without authorization may be subject to
discipline (see the Standards of Conduct and the Protected Information policies) (Minn. Stat. §
626.8473).

422.15   COMPLIANCE
Supervisors shall monitor for compliance with this policy. The unauthorized access to or disclosure
of BWC data may constitute misconduct and subject individuals to disciplinary action and criminal
penalties pursuant to Minn. Stat. § 13.09.
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422.16   CONCLUSION
The use of this technology will add a higher level of transparency of the professional services
provided by Arlington Police Department. This device will also aid in the documentation of events
to be used in an evidentiary manner. There needs to be an understanding that the camera view
will not capture the entire incident or event, thus it cannot be construed that images are a complete
representation of actions by Officers and citizens.
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Unmanned Aerial System
606.1   PURPOSE AND SCOPE
The purpose of this policy is to establish guidelines for the use of an unmanned aerial system
(UAS) and for the storage, retrieval, and dissemination of images and data captured by the UAS
(Minn. Stat. § 626.19).

606.1.1   DEFINITIONS
Definitions related to this policy include:

Unmanned aerial system (UAS) - An unmanned aircraft of any type that is capable of sustaining
directed flight, whether preprogrammed or remotely controlled without the possibility of direct
human intervention from within or on the aircraft (commonly referred to as an unmanned aerial
vehicle (UAV)), and all of the supporting or attached systems designed for gathering information
through imaging, recording, or any other means (Minn. Stat. § 626.19).

606.2   POLICY
A UAS may be utilized to enhance the Department's mission of protecting lives and property when
other means and resources are not available or are less effective. Any use of a UAS will be in
strict accordance with constitutional and privacy rights and Federal Aviation Administration (FAA)
regulations.

606.3   PRIVACY
The use of the UAS potentially involves privacy considerations. Absent a warrant or exigent
circumstances, operators and observers shall not intentionally record or transmit images of any
location where a person would have a reasonable expectation of privacy (e.g., residence, yard,
enclosure). Operators and observers shall take reasonable precautions to avoid inadvertently
recording or transmitting images of areas where there is a reasonable expectation of privacy.
Reasonable precautions can include, for example, deactivating or turning imaging devices away
from such areas or persons during UAS operations.

606.4   PROGRAM COORDINATOR
The Chief of Police will appoint a program coordinator who will be responsible for the management
of the UAS program. The program coordinator will ensure that policies and procedures conform to
current laws, regulations, and best practices and will have the following additional responsibilities:

• Coordinating the FAA Certificate of Waiver or Authorization (COA) application process
and ensuring that the COA is current, and/or coordinating compliance with FAA Part
107 Remote Pilot Certificate, as appropriate for department operations.

• Ensuring that all authorized operators and required observers have completed all
required FAA and department-approved training in the operation, applicable laws,
policies, and procedures regarding use of the UAS.
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• Developing uniform protocols for submission and evaluation of requests to deploy
a UAS, including urgent requests made during ongoing or emerging incidents.
Deployment of a UAS shall require written authorization of the Chief of Police or the
authorized designee, depending on the type of mission.

• Coordinating the completion of the FAA Emergency Operation Request Form in
emergency situations, as applicable (e.g., natural disasters, search and rescue,
emergency situations to safeguard human life).

• Developing protocols for conducting criminal investigations involving a UAS, including
documentation of time spent monitoring a subject.

• Implementing a system for public notification of UAS deployment.

• Developing operational protocols governing the deployment and operation of
a UAS including but not limited to safety oversight, use of visual observers,
establishment of lost link procedures, and secure communication with air traffic control
facilities.

• Developing a protocol for fully documenting all missions.

• Developing a UAS inspection, maintenance, and record-keeping protocol to ensure
continuing airworthiness of a UAS, up to and including its overhaul or life limits.

• Developing protocols to ensure that all data intended to be used as evidence are
accessed, maintained, stored, and retrieved in a manner that ensures its integrity as
evidence, including strict adherence to chain of custody requirements. Electronic trails,
including encryption, authenticity certificates, and date and time stamping, shall be
used as appropriate to preserve individual rights and to ensure the authenticity and
maintenance of a secure evidentiary chain of custody.

• Developing protocols that ensure retention and purge periods are maintained in
accordance with established records retention schedules.

• Facilitating law enforcement access to images and data captured by the UAS.

• Recommending program enhancements, particularly regarding safety and information
security.

• Ensuring that established protocols are followed by monitoring and providing periodic
reports on the program to the Chief of Police.

• Maintaining familiarity with FAA regulatory standards, state laws and regulations, and
local ordinances regarding the operations of a UAS.

• Developing protocols for reviewing and approving requests for use of the Department
UAS by government entities (Minn. Stat. § 626.19).

• Preparing and submitting the required annual report to the Commissioner of Public
Safety (Minn. Stat. § 626.19).

• Posting the Department policies and procedures regarding the use of UAV on the
department website, as applicable (Minn. Stat. § 626.19).

• Reviewing the program and UAS use for compliance with Minn. Stat. § 626.19.
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606.5   USE OF UAS
Only authorized operators who have completed the required training shall be permitted to operate
the UAS.

Use of vision enhancement technology (e.g., thermal and other imaging equipment not generally
available to the public) is permissible in viewing areas only where there is no protectable privacy
interest or when in compliance with a search warrant or court order. In all other instances, legal
counsel should be consulted.

UAS operations should only be conducted consistent with FAA regulations.

Members shall not use a UAS without a search warrant, except (Minn. Stat. § 626.19):

(a) During or in the aftermath of an emergency situation or disaster that involves the risk
of death or bodily harm to a person.

(b) Over a public event where there is a heightened risk to the safety of participants or
bystanders.

(c) To counter the risk of a terrorist attack by a specific individual or organization if the
agency determines that credible intelligence indicates a risk.

(d) To prevent the loss of life or property in natural or man-made disasters and to facilitate
operation planning, rescue, and recovery operations.

(e) To conduct a threat assessment in anticipation of a specific event.

(f) To collect information from a public area if there is reasonable suspicion of criminal
activity.

(g) To collect information for crash reconstruction purposes after a serious or deadly
collision occurring on a public road.

(h) Over a public area for officer training or public relations purposes.

(i) For purposes unrelated to law enforcement at the request of a government entity,
provided the request is in writing and specifies the reason for the request and a
proposed period of use._

606.5.1   DOCUMENTATION REQUIRED
Each use of a UAS should be properly documented by providing the following (Minn. Stat. §
626.19):

(a) A unique case number

(b) A factual basis for the use of a UAS

(c) The applicable exception, unless a warrant was obtained

606.6   PROHIBITED USE
The UAS video surveillance equipment shall not be used:

• To conduct random surveillance activities.
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• To target a person based solely on actual or perceived characteristics such as
race, ethnicity, national origin, religion, sex, sexual orientation, gender identity or
expression, economic status, age, cultural group, or disability.

• To harass, intimidate, or discriminate against any individual or group.

• To conduct personal business of any type.

The UAS shall not be weaponized (Minn. Stat. § 626.19).

606.6.1   ADDITIONAL PROHIBITIONS
Unless authorized by a warrant, a UAS shall not be deployed with facial recognition or biometric-
matching technology (Minn. Stat. § 626.19).

Unless authorized by a warrant or for purposes of a permitted use outlined in this policy, a UAS
shall not be used to collect data on public protests or demonstrations (Minn. Stat. § 626.19).

606.7   RETENTION OF UAS DATA
The Records Center supervisor shall ensure that data collected by the UAS is disclosed or deleted
as required by Minn. Stat. § 626.19, including the deletion of collected data as soon as possible,
and in no event later than seven days after collection, unless the data is part of an active criminal
investigation (Minn. Stat. § 626.19).
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Use of Force
300.1   PURPOSE AND SCOPE
This policy provides guidelines on the reasonable use of force. While there is no way to specify
the exact amount or type of reasonable force to be applied in any situation, every member of
this department is expected to use these guidelines to make such decisions in a professional,
impartial, and reasonable manner (Minn. Stat. § 626.8452).

In addition to those methods, techniques, and tools set forth below, the guidelines for the
reasonable application of force contained in this policy shall apply to all policies addressing the
potential use of force, including but not limited to the Control Devices and Conducted Energy
Device policies.

300.1.1   DEFINITIONS
Definitions related to this policy include:

Control Device: A device an Officer has received permission from the Department to carry and
use in the discharge of that Officer's duties, and for which the Officer has:

(a) Obtained training in the technical, mechanical, and physical aspects of the device; and

(b) Developed a knowledge and understanding of the law, rules, and regulations regarding
the use of such a device.

Bodily Harm - Physical pain or injury.

Deadly Force - Force reasonably anticipated and intended to create a substantial likelihood of
causing death or great bodily harm.

De-Escalation - Taking action or communicating verbally or non-verbally during a potential force
encounter in an attempt to stabilize the situation and reduce the immediacy of the threat so
that more time, options and resources can be called upon to resolve the situation without the
use of force or with a reduction in the force necessary. De-escalation may include the use of
such techniques as command presence, advisement, warnings, verbal persuasion and tactical
repositioning.

Feasible - Reasonably capable of being done or carried out under the circumstances to
successfully achieve the arrest or lawful objective without increasing risk to the Officer or another
person.

Force - The application of physical techniques or tactics, chemical agents, or weapons to another
person. It is not a use of force when a person allows him/herself to be searched, escorted,
handcuffed, or restrained.

Great Bodily Harm - Bodily injury which creates a high probability of death, or which causes
serious, permanent disfigurement, or which causes a permanent or protracted loss or impairment
of the function of any bodily member or organ or other serious bodily harm.
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Imminent - Ready to take place; impending. Note that imminent does not mean immediate or
instantaneous.

Reasonable - An objective standard viewed from the perspective of a reasonable Officer on
the scene, without the benefit of 20/20 hindsight and within the limitations of the totality of the
circumstances presented at the time of the incident. Any interpretation of reasonableness about
the amount of force that appears to be necessary in a particular situation, must allow for the fact
that Officers are often forced to make split-second decisions in circumstances that are tense,
uncertain and rapidly evolving.

Reasonable Officer - An objective standard that Officers with similar training and similar
experiences would be expected to draw similar conclusions as a reasonable Officer.

Totality of the Circumstances - All facts and circumstances known to the Officer at the time,
taken as a whole, including the conduct of the Officer and the subject leading up to the use of force.

300.2   POLICY
The use of force by law enforcement personnel is a matter of critical concern, both to the public
and to the law enforcement community. Officers are involved on a daily basis in numerous and
varied interactions and, when warranted, may use reasonable force in carrying out their duties.

Officers must have an understanding of, and true appreciation for, their authority and limitations.
This is especially true with respect to overcoming resistance while engaged in the performance
of law enforcement duties.

The Arlington Police Department recognizes and respects the value of all human life and dignity
without prejudice to anyone. Vesting Officers with the authority to use reasonable force and to
protect the public welfare requires monitoring, evaluation, and a careful balancing of all interests.

300.2.1   DUTY TO INTERCEDE AND REPORT
Any Officer present and observing another Law Enforcement Officer or a member using force that
is clearly beyond that which is objectively reasonable under the circumstances shall, when in a
position to do so, intercede to prevent the use of unreasonable force (Minn. Stat. § 626.8452;
Minn. Stat. § 626.8475).

Any Officer who observes another Law Enforcement Officer or a member use force that is
potentially beyond that which is objectively reasonable under the circumstances shall report these
observations to a supervisor as soon as feasible (Minn. Stat. § 626.8452; Minn. Stat. § 626.8475).

300.2.2   ADDITIONAL REQUIREMENTS
An Officer reporting a use of force by another Law Enforcement Officer or member pursuant to
this policy shall also make the report in writing to the Chief of Police within 24 hours (Minn. Stat.
§ 626.8475).
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300.2.3   PERSPECTIVE
When observing or reporting force used by a Law Enforcement Officer, each Officer should take
into account the totality of the circumstances and the possibility that other Law Enforcement
Officers may have additional information regarding the threat posed by the subject.

300.3   VERBAL PERSUASION AS A MEANS OF DE-ESCALATION
The practice of courtesy in all public contacts encourages understanding and cooperation. Lack
of courtesy arouses resentment, which may lead to physical resistance.

Simple directions that gain compliance are by far the most desirable method of dealing with
an arrest situation. Control may be achieved through advice, persuasion and warnings before
resorting to actual physical force.

In any verbal confrontation, fear and anger should be diffused before an individual will be able to
understand Officer's commands. This will require good communication skills and patience.

Whenever possible and when such delay will not compromise the safety of the Officer or another
and will not result in the destruction of evidence, escape of a subject or commission of a crime,
an Officer should allow an individual time and opportunity to submit to verbal commands before
force is used.

These guidelines are not meant to suggest that an Officer should ever relax and lose control of
a situation thus endangering the Officer's personal safety or the safety of others. Officers are
permitted to use that force which is reasonable and necessary to protect themselves from bodily
harm.

300.4   USE OF FORCE
Officers shall use only that amount of force that reasonably appears necessary given the facts
and circumstances perceived by the Officer at the time of the event to accomplish a legitimate
law enforcement purpose.

The reasonableness of force will be judged from the perspective of a reasonable Officer on the
scene at the time of the incident. Any evaluation of reasonableness must allow for the fact that
Officers are often forced to make split-second decisions about the amount of force that reasonably
appears necessary in a particular situation, with limited information and in circumstances that are
tense, uncertain, and rapidly evolving.

Given that no policy can realistically predict every possible situation an Officer might encounter,
Officers are entrusted to use well-reasoned discretion in determining the appropriate use of force
in each incident.

It is also recognized that circumstances may arise in which Officers reasonably believe that it
would be impractical or ineffective to use any of the tools, weapons, or methods provided by this
department. Officers may find it more effective or reasonable to improvise their response to rapidly
unfolding conditions that they are confronting. In such circumstances, the use of any improvised
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device or method must nonetheless be reasonable and utilized only to the degree that reasonably
appears necessary to accomplish a legitimate law enforcement purpose.

While the ultimate objective of every law enforcement encounter is to avoid or minimize injury,
nothing in this policy requires an Officer to retreat or be exposed to possible physical injury before
applying reasonable force.

300.4.1   USE OF FORCE TO EFFECT AN ARREST
An officer may use reasonable force (Minn. Stat. § 609.06 and Minn. Stat. § 629.33):

(a) In effecting a lawful arrest.

(b) In the execution of a legal process.

(c) In enforcing an order of the court.

(d) In executing any other duty imposed by law.

(e) In preventing the escape, or to retake following the escape, of a person lawfully held
on a charge or conviction of a crime.

(f) In restraining a person with a mental illness or a person with a developmental disability
from self-injury or injury to another.

(g) In self-defense or defense of another.

An officer who makes or attempts to make an arrest need not retreat or desist from his/her efforts
by reason of resistance or threatened resistance of the person being arrested; nor shall such
officer be deemed the aggressor or lose his/her right to self-defense by the use of reasonable
force to effect the arrest or to prevent escape or to overcome resistance.

300.4.2   FACTORS USED TO DETERMINE THE REASONABLENESS OF FORCE
When determining whether to apply force and evaluating whether an officer has used reasonable
force, a number of factors should be taken into consideration, as time and circumstances permit.
These factors include but are not limited to:

(a) Immediacy and severity of the threat to officers or others.

(b) The conduct of the individual being confronted, as reasonably perceived by the officer
at the time.

(c) Officer/subject factors (e.g., age, size, relative strength, skill level, injuries sustained,
level of exhaustion or fatigue, the number of officers available vs. subjects).

(d) The effects of suspected drug or alcohol use.

(e) The individual's mental state or capacity.

(f) The individual's ability to understand and comply with officer commands.

(g) Proximity of weapons or dangerous improvised devices.

(h) The degree to which the individual has been effectively restrained and his/her ability
to resist despite being restrained.
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(i) The availability of other reasonable and feasible options and their possible
effectiveness (Minn. Stat. § 626.8452).

(j) Seriousness of the suspected offense or reason for contact with the individual.

(k) Training and experience of the officer.

(l) Potential for injury to officers, suspects, and others.

(m) Whether the individual appears to be resisting, attempting to evade arrest by flight,
or is attacking the officer.

(n) The risk and reasonably foreseeable consequences of escape.

(o) The apparent need for immediate control of the individual or a prompt resolution of
the situation.

(p) Whether the conduct of the individual being confronted no longer reasonably appears
to pose an imminent threat to the officer or others.

(q) Prior contacts with the individual or awareness of any propensity for violence.

(r) Any other exigent circumstances.

Officers should exercise special care when interacting with individuals with known physical,
mental health, developmental, or intellectual disabilities as an individual's disability may affect the
individual's ability to understand or comply with commands from Peace Officers.

300.4.3   PAIN COMPLIANCE TECHNIQUES
Pain compliance techniques may be effective in controlling a physically or actively resisting
individual. Officers may only apply those pain compliance techniques for which they have
successfully completed department-approved training. Officers utilizing any pain compliance
technique should consider:

(a) The degree to which the application of the technique may be controlled given the level
of resistance.

(b) Whether the individual can comply with the direction or orders of the officer.

(c) Whether the individual has been given sufficient opportunity to comply.

The application of any pain compliance technique shall be discontinued once the officer
determines that compliance has been achieved.

300.4.4   CAROTID CONTROL HOLD
A carotid control hold is a technique designed to control an individual by applying pressure to a
person’s neck on either side of the windpipe, but not to the windpipe itself, to stop the flow of
blood to the brain via the carotid arteries (Minn. Stat. § 609.06, Subd. 3). The proper application of
the carotid control hold may be effective in restraining a violent or combative individual. However,
due to the potential for injury, the use of the carotid control hold is limited to those circumstances
where deadly force is authorized and is subject to the following (Minn. Stat. § 609.06; Minn. Stat.
§ 609.066):
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(a) At all times during the application of the carotid control hold, the response of the
individual should be monitored. The carotid control hold should be discontinued when
circumstances indicate that the application no longer reasonably appears necessary.

(b) Any individual who has had the carotid control hold applied, regardless of whether he/
she was rendered unconscious, shall be promptly examined by paramedics or other
qualified medical personnel and should be monitored until such examination occurs.

(c) The officer shall inform any person receiving custody, or any person placed in a
position of providing care, that the individual has been subjected to the carotid control
hold and whether the individual lost consciousness as a result.

(d) Any officer attempting or applying the carotid control hold shall promptly notify a
supervisor of the use or attempted use of such hold.

(e) The use or attempted use of the carotid control hold shall be thoroughly documented
by the officer in any related reports.

300.4.5   STATE RESTRICTIONS ON THE USE OF OTHER RESTRAINTS
Officers may not use any of the following restraints unless the use of deadly force is authorized
(Minn. Stat. § 609.06; Minn. Stat. § 609.066):

(a) A chokehold. For purposes of this policy, a chokehold only refers to the method of
applying sufficient pressure to an individual to make breathing difficult or impossible,
and includes but is not limited to any pressure to the neck, throat, or windpipe that
may prevent or hinder breathing, or reduce intake of air.

1. If applied, a chokehold is subject to the same guidelines and requirements as
a carotid control hold.

(b) Tying all of an individual’s limbs together behind the person’s back to render the person
immobile.

(c) Securing an individual in any way that results in transporting the person face down
in a vehicle.

300.4.6   USE OF FORCE TO SEIZE EVIDENCE
In general, officers may use reasonable force to lawfully seize evidence and to prevent the
destruction of evidence. However, officers are discouraged from using force solely to prevent
a person from swallowing evidence or contraband. In the instance when force is used, officers
should not intentionally use any technique that restricts blood flow to the head, restricts respiration
or which creates a reasonable likelihood that blood flow to the head or respiration would be
restricted. Officers are encouraged to use techniques and methods taught by the Arlington Police
Department for this specific purpose.

300.5   DEADLY FORCE APPLICATIONS
When reasonable, the officer shall, prior to the use of deadly force, make efforts to identify as
a peace officer and to warn that deadly force may be used, unless the officer has objectively
reasonable grounds to believe the person is aware of those facts.
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Use of deadly force is justified only if an objectively reasonable officer would believe, based on the
totality of the circumstances known to the officer at the time and without the benefit of hindsight,
that such force is necessary (Minn. Stat. § 609.066):

(a) To protect the officer or another from death or great bodily harm.

(b) To effect the arrest or capture, or prevent the escape, of an individual whom the officer
knows or has reasonable grounds to believe has committed or attempted to commit
a felony and the officer reasonably believes that the person will cause death or great
bodily harm to another person unless immediately apprehended.

In both scenarios, the use of deadly force is only authorized provided that the threat (Minn. Stat.
§ 609.066):

• Can be articulated with specificity.

• Is reasonably likely to occur absent action by the officer.

• Must be addressed through the use of deadly force without unreasonable delay.

An officer shall not use deadly force against an individual based on the danger the individual poses
to self unless the use of deadly force is justified (Minn. Stat. § 609.066).

300.5.1   MOVING VEHICLES
Shots fired at or from a moving vehicle involve additional considerations and risks, and are rarely
effective.

When feasible, officers should take reasonable steps to move out of the path of an approaching
vehicle instead of discharging their firearm at the vehicle or any of its occupants.

An officer should only discharge a firearm at a moving vehicle or its occupants when the officer
reasonably believes there are no other reasonable means available to avert the imminent threat
of the vehicle, or if deadly force other than the vehicle is directed at the officer or others.

Officers should not shoot at any part of a vehicle in an attempt to disable the vehicle.

300.6   REPORTING THE USE OF FORCE
Any use of force by a member of this department shall be documented promptly, completely, and
accurately in an appropriate report, depending on the nature of the incident. The officer should
articulate the factors perceived and why he/she believed the use of force was reasonable under
the circumstances.

To collect data for purposes of training, resource allocation, analysis, and related purposes, the
Department may require the completion of additional report forms, as specified in department
policy, procedure, or law. See the Report Preparation Policy for additional circumstances that may
require documentation.

300.6.1   NOTIFICATIONS TO SUPERVISORS
Supervisory notification shall be made as soon as practicable following the application of force in
any of the following circumstances:
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(a) The application caused a visible injury.

(b) The application would lead a reasonable officer to conclude that the individual may
have experienced more than momentary discomfort.

(c) The individual subjected to the force complained of injury or continuing pain.

(d) The individual indicates intent to pursue litigation.

(e) Any application of the conducted energy device or control device.

(f) Any application of a restraint device other than handcuffs, shackles, or belly chains.

(g) The individual subjected to the force was rendered unconscious.

(h) An individual was struck or kicked.

(i) An individual alleges unreasonable force was used or that any of the above has
occurred.

300.6.2   STATE REPORTING REQUIREMENTS
The Chief of Police shall provide for the filing of a report with the Bureau of Criminal Apprehension
(BCA) on a monthly basis and in the form required by BCA (Minn. Stat. § 626.5534).

There may be additional reporting requirements regarding misconduct (see the Standards of
Conduct Policy) (Minn. Stat. § 626.8457).

300.7   MEDICAL CONSIDERATIONS
Once it is reasonably safe to do so, medical assistance shall be obtained for any person who
exhibits signs of physical distress, has sustained visible injury, expresses a complaint of injury
or continuing pain, or was rendered unconscious. Any individual exhibiting signs of physical
distress after an encounter should be continuously monitored until the individual can be medically
assessed. Individuals should not be placed on their stomachs for an extended period, as this could
impair their ability to breathe.

Based upon the officer's initial assessment of the nature and extent of the individual's injuries,
medical assistance may consist of examination by an emergency medical services provider or
medical personnel at a hospital or jail. If any such individual refuses medical attention, such
a refusal shall be fully documented in related reports and, whenever practicable, should be
witnessed by another officer and/or medical personnel. If a recording is made of the contact or an
interview with the individual, any refusal should be included in the recording, if possible.

The on-scene supervisor or, if the on-scene supervisor is not available, the primary handling officer
shall ensure that any person providing medical care or receiving custody of a person following any
use of force is informed that the person was subjected to force. This notification shall include a
description of the force used and any other circumstances the officer reasonably believes would
be potential safety or medical risks to the subject (e.g., prolonged struggle, extreme agitation,
impaired respiration).

Individuals who exhibit extreme agitation, violent irrational behavior accompanied by profuse
sweating, extraordinary strength beyond their physical characteristics, and imperviousness to
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pain, or who require a protracted physical encounter with multiple officers to be brought under
control, may be at an increased risk of sudden death. Calls involving these persons should be
considered medical emergencies. Officers who reasonably suspect a medical emergency should
request medical assistance as soon as practicable and have medical personnel stage away.

See the Medical Aid and Response Policy for additional guidelines.

300.8   SUPERVISOR RESPONSIBILITIES
A supervisor should respond to a reported application of force resulting in visible injury, if
reasonably available. When a supervisor is able to respond to an incident in which there has been
a reported application of force, the supervisor is expected to:

(a) Obtain the basic facts from the involved officers. Absent an allegation of misconduct
or excessive force, this will be considered a routine contact in the normal course of
duties.

(b) Ensure that any injured parties are examined and treated.

(c) When possible, separately obtain a recorded interview with the individual upon whom
force was applied. If this interview is conducted without the individual having voluntarily
waived his/her Miranda rights, the following shall apply:

1. The content of the interview should not be summarized or included in any related
criminal charges.

2. The fact that a recorded interview was conducted should be documented in a
property or other report.

3. The recording of the interview should be distinctly marked for retention until all
potential for civil litigation has expired.

(d) Once any initial medical assessment has been completed or first aid has been
rendered, ensure that photographs have been taken of any areas involving visible
injury or complaint of pain, as well as overall photographs of uninjured areas.

1. These photographs should be retained until all potential for civil litigation has
expired.

(e) Identify any witnesses not already included in related reports.

(f) Review and approve all related reports.

(g) Determine if there is any indication that the individual may pursue civil litigation.

1. If there is an indication of potential civil litigation, the supervisor should complete
and route a notification of a potential claim through the appropriate channels.

(h) Evaluate the circumstances surrounding the incident and initiate an administrative
investigation if there is a question of policy noncompliance or if for any reason further
investigation may be appropriate.

In the event that a supervisor is unable to respond to the scene of an incident involving the reported
application of force, the supervisor is still expected to complete as many of the above items as
circumstances permit.
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300.8.1   SHIFT SUPERVISOR RESPONSIBILITY
The Shift Supervisor shall review each use of force by any personnel within his/her command to
ensure compliance with this policy and to address any training issues.

300.9   TRAINING
Officers will receive training on this policy, including the learning objectives as provided by POST,
at least annually (Minn. Stat. § 626.8452, Subd. 3).

Subject to available resources, officers should receive periodic training on:

(a) Guidelines regarding vulnerable populations, including but not limited to children,
elderly, pregnant persons, and individuals with physical, mental, or intellectual
disabilities.

(b) De-escalation tactics, including alternatives to force.

300.9.1   PROHIBITED TRAINING
Warrior-style training, as defined in Minn. Stat. § 626.8434, whether provided directly by the
Department or through a third party, is prohibited (Minn. Stat. § 626.8434).

300.10   USE OF FORCE ANALYSIS
At least annually, the Patrol Division Commander should prepare an analysis report on use of force
incidents. The report should be submitted to the Chief of Police. The report should not contain the
names of officers, suspects, or case numbers, and should include:

(a) The identification of any trends in the use of force by members.

(b) Training needs recommendations.

(c) Equipment needs recommendations.

(d) Policy revision recommendations.

300.11   POLICY REVIEW
The Chief of Police or the authorized designee should annually review and update this policy to
reflect developing practices and procedures.
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